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Revision History

1. Newly added Event Handle : “Alarm” and “IP Camera”

2. Newly added E-mail Alarm “¥ Mail from ;”~”F SMTP Server verification ;”~”F Mail ;” ~
T Mail carbon copy ; description

3. Newly added IP Camera : “ TPORT ; ”and “ TTYPE 5 ”
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— WEB Configuration —

WEB Log-On

WEBPASS with HTTP built-in server is able to communicate with Web browser for administration

and configurations.

Preparation
Before starting WEBPASS configuration, make sure -

® Same LAN segment has been physically configured between WEBPASS and Computer.

® Power is ON

® Default IP: 192.168.0.66. To avoid IP confliction your site, please properly set WEBPASS with
the same LAN segment IP or turn off other devices until WEBPASS has been successfully
configured.

Use IE Web Browser

1. Start Web Browser
2. Complete IP on URL, eg. Default IP: 192.168.0.66, the http://192.168.0.66

Communication failure:
No response for WEBPASS, check :
® WEBPASS Installation is correct/ LAN communication is normal/ Power is on or use ping
command to test the communication with IP.
B MS-DOS Command program:
B Command line, for example: C:\user\tank>ping 192.168.0.66
If there is no response or time out, then this could be IP confliction or wrongly IP is
given to PC and WEBPASS. ( Check next )
® [fa PC is using Public IP, then IP for this computer should be changed as between:
192.168.0.1~192.168.0.65 or 192.168.0.67~192.168.0.254 to create a physically
communication with WEBPASS. Besides, Subnet Mask should be setting as 255.255.255.0 °
® Make sure your computer IP is in the same segment with WEBPASS




» Main Configuration screen

Main configuration screen will be pop-up after finished the installation between PC and WEBPASS

IP Reader :

T RHRE | @

25 |~ | & Time attendance system.... | #& WEBPASS -8 - =z
I
1
Il o STOP

View User List
Add User

Terminal
Terminal Status
Terminal Setup
Password Setup

System Log
Clock Setup

Access Control

e A s TERMINAL STATUS

Product Name :
Serial No. :
Firmware Version :
System Time :

Terminal ID(MAC Address) :

Control Mode :

WEBPASS(EM)(20000)

000013(255255255)
0.09.00 Aug 24 2003(HW0.0)
08/28/2009 14:20:28

1(00:0e'e3:00:00:13)

Time Set IP Address : 192.168.2.66
Time Zone Setup
Group List Subnet mask : 2585 255,955 0
Holiday Setup i
Door Setup Default Gateway : 192.168.2.1
Remote Control . .
Event Handle Primary DNS : 1689511
Tools Listen Port/Software IP(status) : 2000 /192.188.2.125 (Offline)
IP Camera
Reboot Web Management Port : 80
Upgrade Firmware i
Reset Registered User : 0
Available User Capacity: 20000
Refresh | Access/System Log Count : 441479

Standalone(WG26)

WEBPASS Web Verd.4 Anti-Pass-Back(Tolerance Timer) : Disabled(0)
Build Date 08/113/2009 Anti-Duress : Disabled
Next WEBPASS(status) : 0.0.0.0(0ffline)

[ Main Screen] — Article 1

Descriptions for main screen :

® Use left side selection bar for function configuration thru web browser:

User Administration

Access Log Switch to Access Log screen

. . Switch to User List screen: can be modify, delete, active or inactive
View User List
users

Switch to Add New User screen

Add New User

Terminal
Terminal ) o ) )
. Switch to Terminal information screen(main screen)
Information
Terminal _ : .
) ) Switch to Terminal configuration screen
Configuration

Password Setup Switch to WEB Log-on and Password setup screen

System Log
Clock Setup
Access Control
Time Set

Switch to System log screen

Switch to system time Clock setup screen

Switch to Time Set configuration screen
2




Time Zone Switch to Time Zone configuration screen

Group List Switch to Group List configuration screen

Holiday Setup Switch to Holiday configuration screen

Door Setup Switch to Door Setup configuration screen

Remote Control Switch to Door Status and Security Bypass configuration screen
Even Handel Switch to Event Handel configuration screen

IP Camera Switch to IP Camera configuration screen

Reboot Switch to system Reboot screen

Upgrade Firmware Switch to Firmware upgrade screen

Reset Switch to Reset and Factory Default screen
Button
Refresh To Refresh WEB status

Door status monitoring panel

Real time monitoring status will show on the main screen panel :

UserlD:12
; O7/29/2009
i o S 14:21:10
(0] - IN , Door:{

Door status descriptions:

Step by Step
1. Click START key to refresh door status panel continually

2. Indicators for Door Status :
Green : Door Close
Yellow: Door Open
Gray: No response
Red: Exceptions

3. Monitoring status will be showing on this panel upon any access movements to a door:
User ID ~ Date ~ Time ~ Door Nr.

4. Click STOP key to stop the Refresh schedule. You may process modify, delete, save when
Refresh has stopped




> User Administration

Click Access Log to get into the screen :

" UserlD 12
07292009
In (e} SRl 14:21.10
(8] - IN, Doar: 1
User Administration
. Access Idhi ACCESS LOG
Vi User Lis
Add User
uuuuuu e et ey
Terminal e T - 30 - 2008 - .7 - 30 - 2008 GO
...... o Vs s - - wour ek
12{1} ey oraaes 20 e n
Clock Setup 13(1) = TERGIOR T MEh (0
Access Control [ 13013 by OTEEI0GE | 143103 | jHE) 1 i
Time Set 13(1} L) oTAIRan 3 gy (]
Time Zone Setup [ 13{1) [ raane e ina [}
_Group List ¥ 12(1) oy oz 3 (]
Holiday Setup 501 — o
Door Setup
Remote Control L 34} L eramacon 238 | gy [
Event Handle L 34y e [T 231 M [
. "Tnols a1} - arasas ey L]
Rboo - — T =
Upgrade Firrware 7] 720 w 90000+
Resel " 121} . L] arsd [
13(1) b oTENEan ETER [
e Fikh) wang LTINS AN M (1)
fetesh o [ RRTETT T 1 a
[ = - ] " ar
—_ —_ OTENI08 A4k a N @
n B{1) Catrwa OTINENE AT i) i
WEBPASS Web Verl 3 = - - oTIea008 0 @
Build Date 07/24/72009
28 Rt Frew 18

[Access Log] — Article 2

Access Log screen descriptions:

USER ID Query by USER ID

CARD No. Query by CARD No.

From/To )
Query by pull down menu for DATE selection

(MM/DD/YY)

Start(Button) Start to query

Operation -

1.  Using Pull down menu to determine your query conditions.
2. Press SATART to start query

Access log list description

No. Sequence numbers on the list
User ID for users. Click the USER ID would direct to a screen to
USER ID Modify User List (Article 4). It would be failed only USER
registration information has been removed.
2% User authorized level can be 1~10, can be shown followed the ID.
USER NAME User Names for IN/’OUT access recorfis. User nar.ne could be blank if
USER NAME hasn’ t been filled while registration.
DATE Date for IN/OUT records




TIME

Time for IN/OUT records

IN: Access by WEBPASS

IN/OUT OUT: Access by Wiegand Reader
s APB level will be shown followed the IN/OUT
DOOR No. A door no. which is installed with a WEBPASS
NOTE Special note for access logs: Events like APB ~ Fire Alarm......etc.
First Page Direct to First page of Access Log IN/OUT information

Previous 10 Page

Move ahead to previous 10 page from current page

123...N

Direct to specific Access log IN/OUT record page

Next 10 page

Move to next 10 page from current page

Last Page

Direct to last page of the Access Log record

View User List from main screen:

=

User Administration
Access Log
f L

User

Terminal

Clack Setup

Access Control
T

Remote Controd
Event Handle

nnnnnnnn

Upgrade Firrmuare
esel

Refresh

WEBPASS Web Verl 3
Buikd Date 0772472009

1 UserlD:12
- 07/29/2009
I o START 142110
IN , Door:4
User LIST
Search User: & By UseriD ™ By Card No By User Name | GO
Req Type:P{Passward) , C(Card)
Mo, User iD Usar Name User Typs Active F C  Bypass Lavel
¥ 2 Halladay Adimin (8} o 0
3 ] cano Guard (8] e O
3 4 Damom Visitor (8] Q 0O h
N Tairgia Visitor Q @ o
= [ Cabrera Normal 8 0 O 2
. 7 wang Hormal 8] Q@ O 1
r. 8 posada HNormal (8] o O 1
% 11 Kinghong Normal [ 0 © :
. 12 sorry Normal (8] 0 O 1
o 13 bbia Hormal 8] @ 0 1
I 14 haha Normal O o O 2
12 15 JASON Normal Q Q@ © 1
1 16 kathy wang Normal (8] o O u
., 17 Hormal Q Q 0O '
1 18 Normal Q Q 0 i
e 19 HNormal Q Q0 Q 4
111 11 Mormal (8 0 O 1
EndorLint

Activate

Ueaklivaic Dekete | Activate, Deactivate or Delete SELECTED Employes

[User List] — Article 3

User List screen descriptions:

Search for User

By User ID Select for searching by USER ID
By Card ID Select for searching by Card ID
By User Name Select for searching by User Name
GO (button) Start searching

Operation :

1.  Fill User ID, Card ID or User Name for conditionally search.
2. Press “Go” button for starting search.




User Record

Sequence number for User list.

No. Ticking the box before the sequence no. to Active/ Inactive / Delete users
authorization. Selection can be multiple.
Displaying User ID, click the ID could direct to User Modification
USER ID .
page(Article 4)
USER NAME Displaying User name
USER TYPE There are 4 user types: User/Administrator/Visitor/Tour Guard
ACTIVE Green light for user authorization is being active or not
P Green light for Password has been registered for a user
C Green light for CARD No. for a user has been registered.

Bypass Level

Displaying user bypass level : L1~L4

First Page

Direct to first page of user list

Previous 10 Page

Direct to previous 10 page from current page

123...N

Direct to specific page

Next 10 page

Direct to next 10pages from current page

End of List

Direct to last page

ACTIVE Active user’ s authorization
DEACTIVE Deactive user s authorization
DELETE Delete user’ s registered information

User Administration

Access Control
Time Sat

Upgrade Firmware
Reset

Hefresh

WEBPASS Web Verl 3
Build Date 07/24/2009

UserlD:12
07292009
14:21:10

IN , Door: 4

User RECORD
Add New User

REG: # Single  Continuous  Amount :

Userio: (1= 20000 )
Card No. :

Name : (Max 31 chars.)

Expira Date Check : @ Disable * Enable

From 2000 = vy 07 » gy 30 = (o) 11 4) 6 (w)

To 00 v ¥y OF = (My 30 = D) 1 H] 46 (M)

Status 1@ Activate | Deactivate
User Type : HomalUser =
Group 1 Free Time Group = 2 Free Time Group <~ 3 Free Time Group = 4 Free Time Group =
Bypass TZLevel: Lvi -
Personal Password : (4~ & digis.)

Personal Confirm :

[ Modify User Record] — Article 4

User Record modification screen descriptions :

USER RECORD

USER ID

| 1~20000 digits allowed only
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CARD No. Can be manually typed in or use Card Decoder to enroll the card no.
USER NAME 15 characters at most
Expire Date Check | Enable or Disable a user by ticking the check box

Erom ~ To Date information required if expire date check is enabled
Pull down selection menu for: Year/Month/Date/Hour/Minute

Status Activate or Deactivate user by ticking the check box

Select a user type for user by pull down menu, there are 4 types :
Normal User/Administrator/Visitor/Patrol Tour

Administrator: No restraint for APB policy

USER TYPE . . L
Visitor: Use Expire Date Check to define and restraint visitors

Patrol Tour: Door will not be opened but access logs will be stored for this

type of user after flash card

Each one user can be designated to 4 different groups. Pull down selection
GROUP menu would provide all existing group names for selection. Default Group

is Free Time Group

User Bypass Time Zone level, there are L1~L4 levels. When a user Bypass
Bypass TZ Level TZ Level is higher than Door’s Time Zone level then Door Time Zone

Level will become invalid

Personal Password | 4~8 digits is required

Personal Confirm | Reconfirm Personal Password

BUTTONS

Previous Modify previous user record
SAVE Save the modified record
DELETE Delete existing user record
Next Modify next user record




Add New User

Add a new user profile.

System Log
Clock Setup

Access Control
Time Set

Time Zone Setup
G List

P Camera
Reboat

Upgrade Firmware
Reset

Hefresh

WEBPASS Web Verl 3
Build Date 07/24/2009

UserlD 12
1 07/29/2009
142110
IN , Door:4

User RECORD
Add New User

REG: # Single  Continuous  Amount :

UsariD: (1= 20000 )
Card No. :
Nama : {Max 31 chars,)
Expira Date Check : @ Disable * Enable
From 2000 = (yy O7 = (my 30 = (pj 11 {H) 48 (L]
To 2000 = Yy OF = My 30 + D) 11 H] 46 (M)
Status 1@ Activate | Deactivate
User Type : HomalUser =
Group 1 Free Time Group = 2 Free Time Group <~ 3 Free Time Group = 4 Free Time Group =
Bypass TZLevel: Lvi -
Personal Password : (4~ & digis.)
Personal I Confirm

[ Add New User] — Article 5

Add New User screen descriptions :

Add New User

Single: Can register one user in a time

REG Continuous: Can register 1~20,000 users in a time by defining an actual user
count to it. Support successively card no. ONLY.
USER ID 1~20,000 digits allowed only
CAR D No. Can be manually typed in or use Card Decoder to enroll the card no.
USER NAME 15 characters at most
Expire Date . _y
Enable or Disable a user by ticking the check box
Check
From ~ To Date information required if expire date check is enabled
Pull down selection menu for: Year/Month/Date/Hour/Minute
Status Activate or Deactivate user by ticking the check box
Select a user type for user by pull down menu, there are 4 types :
Normal User/Administrator/Visitor/Patrol Tour
Administrator: No restraint for APB policy
USER TYPE .. . .
Visitor: Use Expire Date Check to define and restraint visitors
Patrol Tour: Door will not be opened but access logs will be stored for this
type of user after flash card
Each one user can be designated to 4 different groups. Pull down selection
GROUP menu would provide all existing group names for selection. Default Group is

Free Time Group




User Bypass Time Zone level, there are L1~L4 levels. When a user Bypass
Bypass TZ Level | TZ Level is higher than Door’s Time Zone level then Door Time Zone Level

will become invalid

Personal o )
4~8 digits is required
Password
Personal
. Reconfirm Personal Password
Confirm

SAVE the record

SAVE

» Terminal

Terminal Stat

Showing current Terminal system and network configuration status:

/= WEBPASS - Windows Intemet Explorer

L

52+ | @ Time attendance system:... | @ WEBPASS B8 - v 2= =
1
] ©
On
User Administrati
S s iog  TERMINAL STATUS
View User List
Add User
Terminal Product Name : WEBPASS(EM)(20000)

Terminal Status
Terminal Setup
Password Setup
System Log
Clock Setup

Serial No. : 000013(255255255)

Firmware Version : 0.09.00,Aug 24 2009(HW0.0)

System Time : 08/28/2009 14:20:28

Terminal ID(MAC Address) : 1(00:08:23:00:00:13}

Access Control
Time Set
Time Zone Setup

IP Address : 192.168.2.66

Group List Subnet mask : 255.255.255.0
Hollday Setup .
Door Setup Default Gateway : 192.168.2.1
Remote Control Primary DNS : 168.95.1.1

Event Handle

Tools Listen PortiSoftware IP(status) : 2000/ 192.168.2.125 (Offline)
IP Camera
Reboot Web Management Port : 0
Upgrade Firmware " .
Reset Registered User: 0
Available User Capacity: 20000
“Refiesh | AccessiSystem Log Count : 441479
Control Mode : Standalone(WG26)
WEBPASS Web Vert.4 Anti-Pass-Back(Tolerance Timer) : Disabled(0)
Build Date 0818/2009 Anti-Duress - Disabled
Next WEBPASS(status) : 0.0.0.0(0ffline)

[ Terminal Status] — Article 6

Terminal status screen description :

Terminal Status

Product Name

WEBPASS model name

Serial No.

WEBPASS serial no.
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Firmware version(Hardware

WEBPASS firmware and hardware version

version)
System Time WEBPASS system time
Terminal ID (MAC Address) | WEBPASS Terminal ID and MAC address
IP address WEBPASS IP address
Subnet Mask Subnet Mask
Default Gateway Default Gateway IP

Primary DNS

Primary DNS IP

Listen Port/Software
IP/(Status)

Software communication Port No. / Software IP/ (Status: Online or
Offline)

WEB management Port

WEBPASS communication port no.

Registered User

Registered user count (0~20,000 only)

Available User Capacity

20,000 - Registered user count = Available user capacity

Access/System log count

Access and System logs total entries

Control Mode

Standalone or Reader mode

Anti-Pass-Back (Tolerance . . .
APB function status (enable or disable) and Tolerance time

Time)
Anti-Duress Enable or Disable function
Next WEBPASS(status) Next WEBPASS device IP address and (Status :offline or online)

Terminal Setup

User Administration

TERMINAL CONFIGURATION

Terminal Setting Terminal D = 7
“IF Address @ 1592 . 188 . 2 . 244
“Subnet Mask : 255 . 295 . 265 . 0
‘Gateway : 192 | 188

“DNS Server ; 168

Listen Port : “TCP PortiSoftware Used) : 2000 “Software |P : 1921682101

T Control Mode ! @ Standalone ' Dummy Reader
Web Language : English =
Door Setup Antl Pass Back : Enable @ Disable
Remode Controd
Event Handle Tolerance Timer 0 {Minute, Maximum 85536, 0 means No Tolerance)
Tools At Duressed : Enable @ Disable
? Camera
Rieboot Passworg * [Max 3 digits.detfault is %)
Usgrade Firmyare WEB Managsmant Port:  Hitp Port: 80
Next WEBPASS(for APB): P Address : 0 .0 .0 .0
Hefresh Terminal may need to restart after configuration saved.
SAVE

WEBPASS Wab Varl 3
Build Date 07/2472009

[ Terminal Configuration] — Article 7

Terminal Setup screen descriptions:

Terminal Configurations

Default ID =1, max at 65535 (Terminal ID shouldn’t be duplicated)
10
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IP address IP for WEBPASS
Subnet Mask Subnet Mask
Default Gateway Default Gateway [P

DNS Server IP

DNS Server IP address. Default ID is: 168.95.1.1

Listen Port
TCP Port(Software .. .
d) Port no. for Webpass and Software communication. Default is: 2000
use
Software IP Software IP that communicates with WEBPASS. Default is: 0.0.0.0

Control mode

Standalone

WEBPASS will be working as Standalone mode

Reader

WEBPASS will be working as Reader mode: Webpass should be connecting
with SEMAC under Reader Mode

Web Language

English Select English language for Web management language

Chs Select Chs language for Web management language (Chinese: GB)

oth Select Others for Web management language (Chinese: BIG-5, Taiwan) and
ers

other languages supported

Anti Pass Back (APB)
Enable

Enable APB function

Disable

Disable APB function

Tolerance Time

Recovery time for back to normal APB standby status after APB event has been
triggered.

Minimum scale is: Minute.

Maximum is 65535.

0 = No Tolerance Time gave, required to remove APB alarm manually

Anti Duress

Enable Enable Anti Duress function
Disable Disable Anti Duress function
Password Password for Anti-Duress situation. Default = 9 or 3 digits allowed at most

WEB Management Po
HTTP Port

rt
WEB Port no. for Webpass. Default =80

Next WEBPASS for A

IP address for APB

PB (anti pass back)

I[P address for next WEBPASS IP Reader. This only supports multiple
WEBPASS IP Readers have been connected. APB signal will be updated from
one to other WEBPASS based on IP configured

Button

Save

Save Terminal Information

11



Password Setup

User Administration

ol

Door Setup

Remote Controd
Event Handle

WEBPASS Web Verl 3
Build Date 07/2472009

Irl

WEE Logon Setting

Administrator WEB Logon User
Name :

Administrator WEB Logen

Password : *****

Operator WEB Logon User Name © user
Operator WEB Logon Password © swss

USER WEB Logon User Name : user0)

USER WEB Logon Password © sssss

Entrance Password

Common Fassword © GB35

admin

Userll-12
02972009
142110

N, Deor:1

START
Q

{47 Char. Max)

(38 Char. Max)

{47 Char. Max)

{38 Char. Max)

{47 Char. Max)
{38 Char. Max)
SAVE

(4~ B dighs.)
SANE

[ Web Logon Setting /Entrance Password] — Article 8

Web Logon and Entrance Password setup descriptions :

Web Logon Setting

Administrator WEB Logon

User Name

Administrator logon name for Web management.

47 characters at max. Default is: admin

Administrator WEB Logon

Password

Administrator logon password.

35 digits at max. Default is: admin

Operator WEB Logon User

Name

Operator logon name for Web management

47 characters at max. Default is: user

Operator WEB Logon

Password

Operator logon password for Web management

35 digits at max. Default is: user

User WEB Logon User

Name

User logon name for Web management

47 characters at max. Default is: user0

User WEB Logon Password

User logon password for Web management

35 digits at max. Default is: userQ

For Administrator, Operator, User authorizations for access Web management site , has shown

below Reference Table.

Button

SAVE

SAVE the information

Entrance Password

Common Password

Can be using only if Common Password has been configured on
a Door open Time Zone. Default is:1234

Button

12



SAVE

Save the information

Web Logon Authorization Reference table: e for Permission granted

Web function Administrator Operator User

Upgrade Firmware °

Password Setup o

Terminal Setup °

Door Setup °

Event Handle °

Reboot °

Clock Setup °

Reset °

Upgrade Firmware °

Password Setup °

Terminal Setup °

User Data ° °

Time Set ° °

Time Zone Setup ° °

Group List ) °

Holiday Setup ° °

Lift Setup ° °

Multi Badge Group ° °

Remote Control ) °

Access Log ° ° °
View User List ° ° °
Terminal Status ° ° °
System Log ° ° °
IP Camera ° ° °

13




User Administration
Access Log

View User List

Add User

Terminal

System Log
Clock Setup

Access Control
Time Set

Time Zone Setup
Group List

Holiday Setup
Door Setup
Remode Controd
Event Handle
Tools

 Camera

Reboat

Upgrade Firmware
Resat

Refresh

WEBPASS Web Vert 3
Buikd Date 077247009

UserlD 12

1 ¢
| 07/20/2009
Il Q S 142110
N, Door:1

System Log

Dascription

11:37:41 | Connect PC Server Fall
113652 Syslem Wi Start
11:38:51  System Terminal Setup from Web:

L

2

-

4 07202009 174203 Keep Alive Fail

L OFRO2000 | 174104 | Connett PC Serves Fail

[ 17:4013 D  Server

[ 16:50:11 2} v Softwart:
8 07202009  15:50:11  Set Date{DN07/29)Day(3) Time(15:50:11) via Software
2. 14:55:00 ] via Software
0. OT/22000  14:51:07  PC Server Connected

L) 1450036 Server

i2 OF/2002000  14:49:31  PC Server Connected

14, OTRNE008 149114 Sei Dale(0WNOTI29)Day(3)Time(14.11.15) via Sofware

PG Semver
6. OTRO2000 140442 Disconnecied by Server

18, 1z0821
0. 0720000

0329 via Software
16, OTROEO09 130325  Set Dabe(0OA07/28)Day(3)Time(13:0525) via Software
1 wia Software:

11:58:44  PC Server Connected

Total 1417 Facarsy ax Eirsr| Prew 104 234 8§78 § 40| Mt 10 | End ==

[System Log ] — Article 9

System log screen descriptions :

System Log
No.

Sequence no. for logs

Date

Log data

Time

Log time

Description

System log content

¢ System log capacity is 1536 entries only, could be overview not providing data transfer.

Clock Setup

O

User Administration
Access Log

Wiew User List

Add User

Terminal
nal Status

Access Contrel
Time Set

Time Zone Setup
Group List

Holiday Setup
Doar Setup
Remete Controd
Ewent Handb:
Tools

P Cammera

Reboat

Upgrade Firrrmare
Resel

Refresh

WEBPASS Web Vert 3
Buikd Date 077247009

1 UserlD-12
077292000
START
I (e} 14:21:10
IN , Door: 1
SYSTEM CLOCK SETUP
Time Server : & Disable ' Enable
1. wingows £om Recommend fime wndows com o time nist gov
TIme Zone: ity Engiand -
SAVE
Hew Date : 071302008 (mmiddlyyyy)
Mew Time : 114850 (hhommiss)
SAVE

[ Clock Setup] — Article 10
14



System Clock Setup :

Time Server

Disable Network Time Server will be disconnected

Enable Network Time Server will be connected. IP or URL for this Time Server is
required to be filled and a properly Time Zone should be selected

Time Zone Default is (GMT-England)

Save Save the configuration

Date Date information for current connection PC. Acceptable for manually input
a Date for date adjustment. Date format is:MM/DD/YYYY

Time Time for current connection PC. Acceptable for manually input a Time for
time adjustment. Time format is: HH/MM/SS

SAVE Save information to proceed to Date/Time adjustment for connected PC

» Access Control

UserlD-12

0712912009
In 0 AL 149110

IN , Door: 1

Time Set

Time Set Lis

000 00:00 ~ 00200 001 00:00 ~ 23:69

Clock Setup Time Set; 002 + From 00 H; 00 M Te 23 H:%8  m|SET

Access Control

[TIME SET] — Aurticle 11

Time Set screen descriptions :

Displaying all configured Time Sets.

Time Set List ]
System Default Time Sets are: 00:00~00:00 and 00:00~23:59

15



Time Set

Select Time Set by a pull-down menu. There will be 255 time sets can be of

services. System built-in time sets is 000 and 001

From~To

Give a Time Set with a time period. For example: Set 8:00AM to 5:00PM for
Time Set 002, we should give : From 08 : 00 To 17 : 00 ... and so on

Delete

Remove a Time Set

Set

Set a new Time Set

Time Zone Set Up

User Administration

Diaor Setup
Remate Cantrod
Event Handle

WEBPASS Wob Vert 3
Build Date 07/247200%

UserlD:12
0F/29/2009
14:21:10

N, Door:1

START

Irl Q

Time Zone List

Time Zene List ;

000 Deactivate 001 Any Time

002 » |SET

Time Zone ID

[ TIME ZONE] — Article 12

Time Zone setup screen descriptions :

Time Zone

Time Zone List

Displaying all existing Time Zones. Each Time Zone information can be
checked by clicking by each one

Time Zone Select Time Zone by a pull-down menu. There will be 120 time zones can be
number of services. System built-in time sets is 000 and 001
Time Zone , L D .
N Time Zone can be modification by clicking in each Time Zone
ame

Buttons

Delete Delete a Time Zone

Time Zone i . o i

i ) Displaying the main Time Zone configuration screen
information

Below Time Zone information screen is showing the Weekday (including weekend) or Holiday that

allowing users to be accessible for doors:

16



User Administration
Access Log

View User Lest

Add User

Terminal
Terrmmnal Status
Tesmnal Setup
Pazsword Setup
System Log
Clock Setup

Access Control
Time Set

Time Zone Setup
Group List

Haliday Setup
Door Setup
Remete Contrel
Event Handbe:
Tools

P Camera
Reboat

Upgrade Firrrmare
el

Refresh

WEBPASS Web Verl 3
Buikd Date 0772472009

-

UserlD 12

e 077292009
I Q s 142110
IN, Door:1
Time Zone Information - 003
Day Manday b
Tima 1 000 — D000 - 0000 - Time 2 000 — 0000 - 0000 - Tima 3 000 — 0000 - 0000 ~ Time 4 000 — 0000 ~ 0000 ~
Time 5 000 ~ 00000 - 00:00 = Time 6 000 — 00:00 -~ 0000 ~ Time 7 000 ~ 0000 - 00:00 « Time 8 000 — 00:00 - 0000 -
Time 9. 000 — D000 ~ 00 D0 - Time 10 000 — 00 00 ~ 0000 - Time 11 000 — DOOO ~ 0000 - Time 12, 000 — 00 00 ~ 0000 =
Tima 13 000 -~ 00°00 -~ 00:00 = Tima 14 000 — 00:00 - 0000 ~ Tima 15 000 -~ 00200 - 00:00 - Tima 16 000 ~ 00:00 - 0000 -
Save Cancel
Manday Tuesday Wednesday Thursday Frday Saturday Sunday Holiday
Time 1: 000 — 00.00 ~ 00,00 000 — 00.00 ~ 00:00 000 — 00.00 ~ 00,00 (000 — 00.00 ~ 00,00 000 — 00.00 ~ 00,00 000 — 00.00 ~ 00,00 000 — 00.00 ~ 00,00 000 — 00,00 ~ 00.00
Tima 2° 000 — 00-00 ~ 00:00 000 — D000 ~ 00:00 000 — 00-00 ~ 00:00 000 — 00-00 ~ 00:00 000 — D0:00 ~ 00:00 000 — 00:00 ~ 00:00 000 — 00-00 ~ 00:00 000 — 00:00 ~ 00-00
Time 3. /000 - 00200 ~ 00:00 000 - 00:00 ~ 00:00 000 -~ 00:00 ~ 00:00 000 -- 00:00 ~ 00:00 000 - 00:00 ~ 00:00 000 - 00:00 ~ 00:00 000 -- 00:00 ~ 00:00 000 - 00:00 ~ 00:00
Time 4; 000 — 00:00 ~ 00,00 000 — 0000 ~ 00:00 /000 — 00:00 ~ 00,00 (000 — 00.00 ~ 0000 000 — 00:00 ~ 00:00 000 — 00.00 ~ 00:00 000 — 00.00 ~ 00,00 000 — 00,00 ~ 00.00
Time §: 000 -- 00:00 ~ 00:00 000 - 00:00 ~ 00:00 000 - 00:00 ~ 00:00 000 -- 00:00 ~ 00:00 000 - 00:00 ~ 00:00 000 - 00:00 ~ 00:00 000 -- 00:00 ~ 00:00 000 - 00:00 ~ 00:00
Time 6. 000 -~ 00:00 ~ 00:00 000 - 00:00 ~ 00:00 000 -~ 00:00 ~ 00:00 000 -- 00.00 ~ 00:00 000 - 00:00 ~ 00:00 000 - 00:00 ~ 00.00 000 -- 00.00 ~ 00:00 000 - 00:00 ~ 00-00
Time 7- 000 - 00-00 ~ 00:00 000 - D0:00 ~ 00:00 000 - 00-00 ~ 00:00 000 - 00-00 ~ 00:00 000 - DO:00 ~ 00:00 000 - 00:00 ~ 00:00 000 - 00:00 ~ 00:00 D00 - 00:00 ~ 00-00
Time & 000 -- 00:00 ~ 00:00 000 - 00:00 ~ 00:00 000 - 00:00 ~ (0:00 000 -- 00:00 ~ 00:00 000 -- 00:00 ~ 00:00 000 - 00:00 ~ 00:00 000 -- 00:00 ~ 00:00 000 - 00:00 ~ 00:00
Tima 9 000 — 00-00 ~ 00:00 000 — D0:00 ~ 00:00 000 — 00°00 ~ 00:00 000 — 00-00 ~ 00:00 000 — D0:00 ~ 00:00 000 — 00:00 ~ 00:00 000 — 00-00 ~ 00:00 000 — 00:00 ~ 00-00
Time 10: 000 - 00-00 ~ 00:00 000 - D0:00 ~ 00-00 000 - 00-00 ~ 00:00 000 - 00-00 ~ 00:00 000 - D0:00 ~ 00:00 H00 - 00:00 ~ 00:00 000 - 00:00 ~ 00:00 DO — 00:00 ~ 00-00
Time 1. 000 — 00.00 ~ 00,00 000 — 00.00 ~ 00.00 000 — 00.00 ~ 00,00 (000 — 00.00 ~ 00,00 000 — 00.00 ~ 00.00 000 — 00.00 ~ 00,00 000 — 00.00 ~ 00,00 000 — 00,00 ~ 00.00
Tima 12: 000 — 00-00 ~ 00:00 [000 — D0:00 ~ 00:00 000 — 00-00 ~ 00:00 000 — 00-00 ~ 00:00 000 — 00:00 ~ 00:00 000 — 00:00 ~ 00:00 000 — 00-00 ~ 00:00 000 — 00:00 ~ 00°00
Time 13: 000 - 00-00 ~ 00:00 000 - D0:00 ~ 00:00 /000 - 00-00 ~ 00:00 000 - 00-00 ~ 00:00 000 - DO:00 ~ 00:00 B0 - 00:00 ~ 00:00 000 - 00:00 ~ 00:00 D0 - 00:00 ~ 00-00
Time 14; 000 — 00.00 ~ 00,00 000 — 00.00 ~ 00.00 000 — 00.00 ~ 00,00 (000 — 00.00 ~ 0000 000 — 00.00 ~ 00.00 000 — 00.00 ~ 00,00 000 — 00.00 ~ 00,00 000 — 00,00 ~ 00.00
[ Time Zone information] — Article 13

Time Zone Setup screen descriptions:

Time Zone Information

Day (weekday)

zones to each day

Select and configure Monday to Sunday and Holiday then select proper Time

Time 1~Time 16

or there are two default time sets can be option.

There are 16 Time Sets can be selected to each weekday (Monday to Sunday
and Holiday) but Time Set option should be pre-configure by Time Set page,

Buttons
Save

Save Time Zone information

Cancel

Cancel or Modify Time Zone information

Select specific Time Zone from Time Zone List will direct to a Time Set information screen to

display all pre-configured Time Zone and Time Set list




Group List
g UsoriD: 12
: I (] START (::gﬁgus
O_.F N, Door: 1

User Administration
Access Log Group List

View User List

Add User

Group List

Terminal [ Disallowed Group o1 Free Time Group

GroupiD: 002 = [SET
Clack Setup

Access Co ]
Tirmwe Set

Eve
Tools

P Camera
Reboat

Upgrade Firmmuare
Rezst

Aefresh

WEBPASS Web Ver1 3
Build Dats 072477009

[Group List ] — Article 14

Group List screen descriptions :

Group List D%spla‘ly all pre—conﬁggred Groups. By clicking Group Name from the list
will direct to Group List screen

Group ID System Default group ID is: 000 and 001. Pull Down menu will list all
Group ID for option. There are 255 groups can be option.

Buttons

Delete Delete a group

Set Set to get into Group Configuration screen

To configure a door (allowed door) with a specific Time Zone that allowed to be access, below is an
example -



On

User Administration
Access Log

View Usser List

Add User

Terrrmal &
Tesrrunal
Password
System Log
Clack Setup

Access Control
Time Set

o p
Femote Cortrol
Event Handle
Tools

¥ Camera

Reboot

Upgrade Firmware
Reset

Aufesh

Il

Group Information

Allowed Door :
1.

UsarlD 12
07/29/2009
142110
IN, Door: 1

START
"]

Time Zone 1D :
000 Deactivate =

SAVE | [ CANCEL

[ Group Information] — Article 15

Group List screen description:

Allowed Door

Door Nr.

Tick a door nr. box to determine a group user can be access to a door
within a specific Time Zone

Time Zone ID

Select Time Zone ID from the pull down Time Zone list

Buttons
Save

Save Group information

Cancel

Cancel or Modify Group information

Holiday Setup

O
User Administration
Becess Log
Vieew Usier Lest
At User
Terminal

Terminal Status
Terminal Setup
Password Setup
System Log
Clack Setup

Access Control
Time Set

ol
Event Handle
Tools

P Camera

Reboal

Upgrade Firmuare
Resat

Refresh

WEBPASS Web Verl 3

I

Holiday setup

Holiday List @

UserlD:12
OF2%2009
14:21:10

IN, Door.1

o=

START

01 = ponm/ O = pae |SET

oim DELETE

[ Holiday Setup] — Aurticle 16
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Holiday Setup screen descriptions:

Holiday Setup

Month Select a holiday Month from pull down selection menu
Date Select a Date from pull down selection menu

Set Add a new Holiday

Delete Remove a holiday

Door Setup

UserlD-12
07/29/2009
F - START
I Q 14:21:10
OF IN ., Door:{

User Administration
Acce:

ccess Log Door Setting
Wiew User Lest
Add User L4 card+Personal Password Time Zone © 000 Deactvate =
daad L3 Gommon Password Time Zone © 000 Deactivate
minal
L2 ©ard Only Tima Zene : 000 Deactvale =
L1 card or Common Password Time Zone : 001 Any Time =
Lock Release Time Zone - 000 Deaclale = First card No Need =
Clack p
r Exit Button TZ 001 Ay Time =
Access Control anti Pass Back Level IN:O ouT:0 10-255)
Time 5 il .
" Lock Releass T 5 Sec (1- 86536, 10 = default )
Docr Open Delay Time : 5 sec default
i
Doar Setup Access Log Recorded -
Femote Control
Event Handle
Tools SET

# Camera

Reboot
Upgrade Firmware
Resat

Refresh

WEBPASS Web Verl 3
Build Date 07/24/2009

[ Door Setting] — Article 17

Door Setup screen descriptions:

Door Setting
Setting a door open time zone level as Card+Personal Password (default:
None). User should use both Card and Personal Password to access a

door but no restraint for identifying card card Identification can be

Card + Personal process by Card then Password or Password then Card.
Password Time Zone < When user Bypass security level is L4 then this user can access a door
(L4) by Card only without Password if door security time zone has been set

as lower level L1~L3 or equal to L4.
s If a door setting is activated as Lock Release Time Zone then this door

can be accessible directly without C+P limit

20



Common Password
Time Zone (L3)

Door setting is Common Password (default is None), user should access a
door with Common Password.

% When user Bypass security level is L3~L4, user can use card to access
a door.

% I If a door setting is activated as Lock Release Time Zone then this

door can be accessible directly without this limit

Card Only Time Zone
(L2)

Door setting is Card only (default is None),user should access a door

with Card

< When user Bypass Security Level is L2 ~ L4, user should access door
with Card

*If a door setting is activated as Lock Release Time Zone then this door

can be accessible directly without limit

Card or Common
Password Time Zone
(L1)

Door setting is Card or Common Password (default is Anytime), user
should access door with Card or Common Password

< When user Bypass Security Level is L1 ~ L4, user may access a door
by Card only

If a door setting is activated as Lock Release Time Zone then this door

can be accessible directly without C+P limit

Lock Release Time
Zone

Door setting can be Lock Release Time Zone (default is None), users
could access a door freely without any security check.

If Primary Card is required to release a door at first then user could use
any registered card to activate this Lock Release Time Zone level to a

door.

Exit Button Time Zone

Door setting can be Exit Button , support OUT from a door only
(default is Anytime)

APB Level : IN/OUT

APB level 0~255 for door IN/OUT

Lock Release Time

Door setting for lock release time. Default is 10sec

Door Open Delay Time

Door open delay time. Default is 10sec

Access Log

Ignore or Keep Access log. Defaultis “Keep record”

21



Remote Control

Remotely control Door Status Monitoring and Bypass Security Level:

User Administration

Remoate Control
Event Handle

bo
Upgrade Firrrare
Resel

Refresh

WEBPASS Web Verl 3
Build Date 07/2472009

1 UserD-12
0772972009

In (e} SIATL 14.21:10
IN . Door: 1

Door Status Monitoring

@0 Response @close Oopen @Circuit short, Circuit open Intrude, Open too long
Door

Door State [#]
Fire Alarm Detection oan

Security Bypass

State Hormal
Pulse Open Door Forte Close Back To Narmal Forte Open

Fire Alanm Detection ON Fire Alarm Detection OFF

Al OFF

[ Door Status Monitoring] — Article 18

Door Status /Security Pass screen descriptions :

Door Status Monitoring

Displaying doors real time status:
LED off: No response

Green : Door Close

Door Status
Yellow : Door open
Red: Exception (eg. Circuit short ~ Circuit Open ~ Intruder ~ Door
open too long ---etc)
Fire Alarm Detection Displaying Fire Alarm detection is ON or OFF

Security Bypass

Status

Displaying door’ s bypass security status:
Normal/Force Open/Force Close

Pulse Open Doo

Click Pulse Open door to remotely open a door. Function only
r
works under Bypass Security is Normal.

Force Close

Click Force Close to close a door remotely. Door status will be
displaying “Force Close” , users cannot access the door by
Card

Back to Normal

Door Bypass security will be back to normal after clicking Back

To Normal

Force Open

Click Force Open to remotely Open a door. Door Status will be
displaying “Force Open” , door lock will be released under this

status until Back To Normal is set




Fire Alarm Detection ON

Function ON when Fire Alarm Detection is ON. Door status will

be displaying ON.

Fire Alarm Detection OFF

Function OFF when Fire Alarm Detection is OFF. Door status will
be displaying OFF.

Alarm OFF

Click Alarm OFF to put off all triggered alarms

Event Handle

User Administration
Access Log

View User List

Add User

Terminal
Terminal Status
Terminal Sefup
Password Setup

System Log
Clock Sefup

Access Control
Time Set

Time Zone Setup
Group List

Holiday Setup
Door Setup
Remote Control
Event Handle
Tools

IP Camera
Reboot

Upgrade Firmware
Reset

| Refresh

'WEBPASS Web Verl 4
Build Date 08/18/2009

Event Handle
Event Type Event Latched | o qf
Latched [Time
¢ Unregistered User 0 0
Unregistered User - "ZL'ZQMszssas | Lever: 0 - Deactivated User 0
0 means unlimited) Not Allowed Door 0 0
Alarm Trigger Level : 5~ NA 0 0
Alarm : ' Enable @ Disable Time Zone Violation 0 0
Expired User 0 0
12 Camora: Endtile. @:Disable Anti Pass Back Violation |0 0
E-mail Alerts Door open toa long 0 0
Location : (max59) N/A 0 0
i NGl Servers (maxd?) Tamper Switch Breakdown |0 0
NIA ] 0
L (max47) Door Intruded 0 4
SNITP Server Requires T username : (max45) Duress Alarm On 0 4
Authentication : password : (max29) Fire Alarm On 0 5
Mail To : (max47)
WMail Ce : (max47)

oo

[Event Handle] — Article 19

Event Handle screen descriptions :

Event Type

Unregistered User

1.

Selected an event type : Unregistered User by pull down menu. This case,
when an unregistered user passed a door, an unregistered record will be
recorded, and if a selected Event Type level is higher than Alarm Trigger
Level, Relay will be triggered then sent an E-mail to all addresses which
have been pre-configured this page.

If Latched Time=0 ,then you have to go back to Door Setting monitoring
page to click “Alarm Off” to put off the alarm trigger status

Inactive User

Selected an event type as Inactive User: When Card has been inactivated for
one user, there’ 11 be an Inactive User record to be recorded to Access log.
If a selected Event Type level is higher than Alarm Trigger Level, Relay
will be triggered then sent an E-mail to all addresses which have been
pre-configured this page.

If Latched Time=0 ,then you have to go back to Door Setting monitoring
page to click “Alarm Off” to put off the alarm trigger status. Default= 0
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Not Allowed Door

Select an event type as Not Allowed Door: If a Group setting for an user is
not matched, a Not Allowed Door record will be recorded to Access log list.
If a selected Event Type level is higher than Alarm Trigger Level, Relay
will be triggered then sent an E-mail to all addresses which have been
pre-configured this page.

If Latched Time=0 ,then you have to go back to Door Setting monitoring
page to click “Alarm Off” to put off the alarm trigger status. Default= 0

Time Zone
Violation

Select an event type as Not Allowed Door: When Group Time Zone for user
is not matched to Time Zone for Doors. A Time Zone Violation record will
be recorded to Access Log.

If a selected Event Type level is higher than Alarm Trigger Level, Relay
will be triggered then sent an E-mail to all addresses which have been
pre-configured this page.

If Latched Time=0 ,then you have to go back to Door Setting monitoring
page to click “Alarm Off” to put off the alarm trigger status. Default= 0

Expired User

Select an event type as Not Allowed Door: If validation for a user has been
expired, a Expired User record will be log to Access Log record.

If a selected Event Type level is higher than Alarm Trigger Level, Relay
will be triggered then sent an E-mail to all addresses which have been
pre-configured this page.

If Latched Time=0 ,then you have to go back to Door Setting monitoring
page to click “Alarm Off” to put off the alarm trigger status. Default= 0

APB Violation

Select an event type as APB Violation : If Door APB level has been granted,
when user use card and APB level has a confliction to the door, APB
Violation record will be log to access log list.

If a selected Event Type level is higher than Alarm Trigger Level, Relay
will be triggered then sent an E-mail to all addresses which have been
pre-configured this page.

If Latched Time=0 ,then you have to go back to Door Setting monitoring
page to click “Alarm Off” to put off the alarm trigger status. Default= 0

Door Open too
long

Select an event type as Door Open too long : If door open time has
exceeded to configured time after flashed card, a Door Open Too Long
record will be recorded.

If a selected Event Type level is higher than Alarm Trigger Level, Relay
will be triggered then sent an E-mail to all addresses which have been
pre-configured this page.

If Latched Time=0 ,then you have to go back to Door Setting monitoring
page to click “Alarm Off” to put off the alarm trigger status. Default= 0
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Tamper Switch
open

1. Select an event type as Tamper Switch triggered : If terminal (webpass)
has been enforced to be opened, a record for Tamper Switch open will be
recorded.

If a selected Event Type level is higher than Alarm Trigger Level, Relay
will be triggered then sent an E-mail to all addresses which have been
pre-configured this page.

2. If Latched Time=0 ,then you have to go back to Door Setting monitoring
page to click “Alarm Off” to put off the alarm trigger status. Default= 0

Door Intruded

1. Select an event type as Door Intruded: If door has been intruded by an
exception method, will keep a Door Intruded record to log.
If a selected Event Type level is higher than Alarm Trigger Level, Relay
will be triggered then sent an E-mail to all addresses which have been
pre-configured this page.

2. If Latched Time=0 ,then you have to go back to Door Setting monitoring
page to click “Alarm Off” to put off the alarm trigger status. Default= 4

Anti Duress alarm

1. Select an event type as Anti Duress: If user triggered Anti Duress alarm
when passing door with this anti duress password > # before flashing
card, Anti Duress will be triggered then keep a record to system.

If a selected Event Type level is higher than Alarm Trigger Level, Relay
will be triggered then sent an E-mail to all addresses which have been
pre-configured this page.

2. If Latched Time=0 ,then you have to go back to Door Setting monitoring
page to click “Alarm Off” to put off the alarm trigger status. Default= 4

1. Select an event type as Not Allowed Door: If Fire Alarm detection has been
triggered, a Fire Alarm record will be recorded to system.
If a selected Event Type level is higher than Alarm Trigger Level, Relay

Fire Alarm . i
will be triggered.
2. If Latched Time=0 ,then you have to go back to Door Setting monitoring
page to click “Alarm Off” to put off the alarm trigger status. Default=5
Latched time triggered should be 0~65535 seconds. If Latch Time=0 stands for
Latch Time no recovery time, should be back to Door Setting Monitoring page to manually

put off the Latch time alarm.

Even Type Level

If a Event Type level is higher than Alarm Trigger level, will trigger alarm rely

Alarm Trigger
Level
E-mail alerts

If a Event Type level is higher than Alarm Trigger level, will trigger alarm rely

Equipment Name

Fill the name of object

SMTP Mail Server

SMTP mail server IP

Mail 1

Email address 1 for sending mail alert
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Mail 2 Email address 1 for sending mail alert

SET(Button) Save the configuration

» Tools

IP Camera(lP) : PORT TYPE
192.165.2 221 1 VIVOTEK IPT133/7330 v

Door

—- UID=0,07/30/2009,14:46:32

[IP Camera] — Article 20

IP Camera screen descriptions:

IP Camera
IP Camera IP address is required
Door Displaying latest access person’ s photo
Set (button) Save the record
Refresh
Refresh IP Cam status
(button)

Reboot

Click REBOOT to get into the main screen -



I - START

User Administration
Access Lo Reboot System

View User Lest
Add User

REBOOT

Terrmmnal 5
Terrmunal

Access Control
e Sel

Diaor Setup
Remote Contred
Event Handle
Tools

W Camera
Reboot

Upgrade Firmware
Resat

Refresh

WEBPASS Web Verl 3
Build Date 07/24/700%

[ Reboot System] — Article 21

Reboot screen descriptions:

Botton

UserlD:12
07/29/2009
14:21:10

IN, Door:1

Reboot Warm start the WEBPASS

Firmware Upgrade

Click Firmware Upgrade from left site selection menu -

il

Clock Setp |

Access Control
Time Sel

Time Zi
£

Haliday Setup
Diaor Setup
Femote Controd
Event Handle
Tools

W Camera
Reboot

Lipgrade Firmware
Resat

Refresh

WEBPASS Web Verl 3
Build Date 07/24/700%

[ Firmware Upgrade] — Article 22

Firmware Upgrade screen descriptions:

1
i . START
Irl o
User Administration
Access Log FIRMWAVE UPGRADE
Wiew User Lest
Add User
Waming: Upgrade mus! NOT be interrupted
Terminal d
Tn-.mm::-::.‘ul Please select a filke 1o upgrade i UPGRADE

UserlD:12
07/29/2009
14:21:10

IN, Door:1

Step by Step
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Press “J&[E™ button to browse the firmware code folder

Press Upgrade to execute firmware upgrade

Special operation notice

Upgrade “System Code” first then upgrade “WEB code”

RESET

Click RESET to get into Reset All screen:

/= WEBPASS - Windows Intemet Explorer
KoNG/Rl = iio//192.168.2.66, - [yl 41 | x W Google

i Enes | @

92 | - | @ Time attendance system:... | 4§ WEBPASS B-B-0 &~ @80 =

. g
O

User Administration
Access Log Reset All

View User List

Add User

User Data [[] Access Logs [ Grou Time Zone [ Time Set [] Holida: System Logs
Terminal ¢ e v ¥ 9

Terminal Status | SELECTALL |[ DELETE

Terminal Setup

Password Setup
System Log Reset System to Factory Default - [ Factory Default
Clock Setup

Access Control
Time Set

Time Zone Setup
Group List
Holiday Setup
Door Setup
Remote Control
Event Handle
Tools

IP Camera
Reboot

Upgrade Firmware
Reset

Refresh

'WEBPASS Web Ver1 4
Build Date 08/18/2009

[Reset All ] — Article 23

RESET screen descriptions:

User Data Tick and Reset will remove all User List information
Access Logs Tick and Reset will remove all Access Logs

System Logs Tick and Reset will move all System logs

Group Tick and Reset will remove all Group list information
Time Zone Tick and Reset will remove all Time Zone information
Time Set Tick and Reset will remove all Time Set information
Holiday Tick and Reset will remove Holidays information
Select All All items to be deleted will be selected
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Delete Delete object

Step By Step :
1. Select the objects you are going to reset
2. Click DELETE to

Reset system to factory default
Factory Default System back to Factory Default
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