Granvista Plus Series

H.264 2-Megapixel Network Camera
GVP-201 / GVP-201W

User’s Manual

Version: 1.21

Revised July, 2011



Contents

INOTICES 1eeuviieeitie ettt e ettt e ettt e et e e e teeeeabeeeetbeeeasbeeesssaeesseaassseeanssaeansseeansseeassseeassseeassseeassaeesnsseesnsseennseeennses 2
INETOAUCTION ...ttt ettt et e e et e e st e e e abeeesbeeetaeeensaeesssaaesssseesssseesssaeeasseesssseesnsaeennsenanns 3
INSTALLATION. ....eietiie ettt e e ettt e et e e et e e e be e e e bee e abeeessbeeesaeeessseeansaeeasssaeensaeeenraeennreeenns 4
USING the WED Ul ettt sttt st be et e sbeete e 9
L LAV VIBW ..ttt et st b et et e bt et s e e bt enb e e at e e bt et e s et e na e et e entesneenee 11

BV T [T TSRS RRRPUSRUPP 13
GONETAL....oe ittt e e e et e e et e e st e e e e abeeessbaeetaeeesaeeeaaeeebeeeenbaeanns 13
AQVANCEA ..ot e e e et e e e aa e e e aa e e ebaeeeraeenareens 14

B CAIMICTA ..ttt ettt h et h e e bt a bt bt e sht e et eshte et eshteeneenateens 18
GENETAL ...ttt ettt ettt et h et be e e 18
AQVANCEA ...ttt et et b et et nae et eaeens 20

B TV o | S PSPRRRURSR 21
EVEINE SEIVET ...ttt e e e et e e e et e e s sttt e e e e sssaeeeeesaaeeeeenssaeeeannes 22

IMOtION DEIECTION .c..eviieiiieeiiie ettt e ettt e et e e e taeeetaeeesaeesssaeesnseeeesseeennseeas 24

Event ConfIGUIAtION .....c..eiiiiiiiiieicriteteet ettt ettt sbe e saeens 25

5. SCREAUIE ... ettt b e 29
GENETAL ...ttt ettt et e sh e et b e et sbe e e 29

SEOTAZE ..veeenetieeiiee ettt ettt et e e ettt e st e e tbee e taeeeabeeasseeensseeansseeassseesssaeensseeensseesnnsaeens 29

6. INCEWOTK ....eieeiieeiiee ettt ettt e ettt e e ett e e e e e e etbeesaaaeeessaeeassaeessaeenssaeansseeansseesssseessseeennnes 34
GONETAL ...ttt e et e e et e e et e e s abe e e e tbeeessbaeeaaeeesaeeeaaeeeraeennraeens 34
AQVANCEA ..ot et e e e et e e e b e e e aa e e e baeeeaaeenareeas 35

SMTP (E-IMAIL) .ttt ettt et et e b e 37

DIDIN S ettt ettt ettt e ettt et e e aa et e et e e at e aeen s e e st e eteenbeente st enseentenseenseennan 38

WITEIESS (GVP-20TW) ..ottt ettt ettt et e b e saneeas 43
] 155 34 H RSP SRPRR 45
INFOTTNATION. ...ttt ettt e s 45

|6 O OO O PTUP U U PP RUPIUPRRRPPOPON 46

DAt & TIMEC.....eeueieiiiiieiiee ettt ettt ettt b et e it e te et s et e bt enteeneenaeenneeneens 47

Server MaINtENANCE. ......eeiuiiiiieiiiiiiieeieeit ettt sttt et e e saee e e e 47

IO SEIVICE ...eeeiiie ettt ettt e et e e ttee e st eeensaeeessaeeenseeennseesnnseees 49

8. CUSTOMMIZE ....vveeeeviieeiiee ettt e eite e et e e et e e eateeeeabee e sseeesseeesssaeasssaeansseesssseesssseeassaeesssaeeassaeesssaeennses 49

0 A Q ettt et b et a e e bt ettt e bt et e at e he et e e ntesae e 51
Appendix I: An example of how to set up users’ own FTP servers .........cccccoeoeevieniiiencenieenen. 56
Appendix II: How to install the VLC program ...........c.ccceeeeveeriieeiiieneeeieeneeereeseeeveeseeevee e 65
Appendix III: How to replay the recorded video clips with VLC program........c..ccccceeveeuennene. 67



Notices

This user manual is intended for administrators and users of the GVP-201/GVP-201W Network Camera,
including instructions for using and managing the camera on your network. The use of surveillance devices
may be prohibited by law in your country. It is the user’s responsibility to ensure that the operation of such

devices is legal before installing this unit for its intended use.

Before the Network Camera is installed, all the safety and operating instructions should be carefully read and
followed to avoid damage due to faulty assembly and installation. This also ensures the product is used

properly as intended.

Heed all warnings

» Do not drop or strike this equipment
Sensitive electronics inside the camera are vulnerable to excessive strike.
» Do not install the equipment near any flames or heat sources
Excessive heat could damage this equipment.
> Do not cover cloth or to install this equipment in poorly ventilated places.
Overheating could damage this equipment.
» Do not expose this equipment to rain or moisture. Do not touch the power connection with
wet hands
Risk of short circuit, electric shock or fire
» Do not damage the power cord or leave it under pressure
Risk of fire or shock circuit
» To reduce the risk of electric shock, do not remove the Cover (or Back).
No user-serviceable parts inside. Misusage, improper, and negligence could damage this
equipment. Need to refer servicing to qualified
service personnel.
» Do not continue to operate if it appears to be
faulted.
If the unit ceases functioning, contact qualified

] It is used for heat
service personnel for help. dissipation too. Be

> Any works related to detailed service or repair of \ sure to screw the
3 J bracket/spacer tight

this product should be made by qualified
personnel only. Secure it with a coin
» We strongly recommend to use the metal or appropriate screw
mounting stand, and to screw the i
bracket/spacer tight for optimal heat

dissipation.




Introduction

Both GVP-201 and GVP-201W are of compact and high resolution (1600x1200) Network Cameras
featured with superior H.264-AVC performance and multiple functions. They are perfect for indoor
applications such as factories, retailer stores, residence, restaurants, hotels, schools and pre-schools,

caring centers, etc.

GVP-201’s H.264-AVC video compression has significantly lowered down the requirements for bandwidth
and storage size without compromising image quality. Motion JPEG and multiple independent video

streaming are also supported for even better flexibility.

The camera offers wired Ethernet connection to the network and optional wireless connectivity
(IEEE802.11b/g) for flexible installations. It includes 7 IR LEDs for illuminating the scene automatically or
when requested by the user. Further functions include two-way audio with integrated high-sensitivity
microphone and audio output, Micro SD card support and digital PTZ (4X) to focus any location you would

like to highlight in the image.



Installation

1. Hardware Connection

% Physical Connectors/Connections

Power Jlack « r,i .'f 1 \". %
| I
s T 3 =|=I

L&aN Part -i—|l—',"'— k i i .'I |
'y

II‘“CI g

1) Prepare a PC with Ethernet link to the network

(@ Connect LAN Port (RJ45) of the camera to a Network Switch/Hub.

@ Connect power jack.

@ Ensure the power adapter specification matches the power system
Connect the adapter to the outlet.

(B) Check LED status. (Power/Network)



2. Software Installation

The following software is necessary for the proper display and use of the camera from the Web site. The

software will be taken from the Software Package CD.

IP Installer

The IP Installer is used to locate and configure Network Cameras and video servers on the LAN. This

utility is useful for conveniently configuring the network settings of the device, or for finding a device

once the network settings have been modified.

To install the IP Installer, from the Software Package CD Ul, select IPInstaller, and then follow the on

screen instructions.

VLC

Though not necessary, this can be used for viewing the streaming without a Web browser. Besides, the

VLC may be helpful in reviewing the recorded video files in the Micro SD card. Please refer to the

appendix Il & 1l for more details on how to install and use the VLC program.

Network Configuration

IPInstaller is a utility that provides an easier, more efficient way to configure the IP address and network

settings of the devices. It even provides a convenient way to set the network settings for multiple

devices simultaneously using the batch setting function. Moreover, IP Installer can save the network

settings for all devices as a backup and restore them when necessary. IPInstaller is able to help

non-professional users to quickly setup their network cameras to work in a professional manner.

Preparation before IP Assignment

1.

Always consult your network administrator before assigning an IP address to your server in order to
avoid using a previously assigned IP address.

Ensure the device is powered on and correctly connected to the network. This network can be simply a
hub, PC and the network camera; and the network camera may directly connect to the PC too.

MAC Address: Each device has a unique Ethernet address (MAC address) shown on the label of the
device as the serial number (S/N) with 12 digits (e.g. 000429-XXXXXX).

M/N:POF0512E030001

(T

*0004290000

Although the IPInstaller is able to find and configure any Network Cameras in the LAN except those that
are behind a router, it is a good idea to set the host PC to the same subnet. In order to connect to the

Web-based user interface of the camera, the host PC must be in the same subnet. For more information

5



about subnets, please consult your network administrator.

Using IPInstaller to Assign an IP Address to GVP-201 / GVP-201W

1. Once IP Installer has been successfully installed on the PC, double click the IPInstaller icon on the

desktop, or select it from Start > Programs > IP Installer > Launch IP Installer.

[T . (7instaiers 00

2. Click the “Device Search” tool bar and search the device in the LAN.

' Total 1 Devices

Please note that he firewalls of your Windows or Anti-virus software might block IPInstaller from
searching the cameras. In this case you would need to unblock IPInstaller software from the firewalls, or

to manually make this IPInstaller software an exception to the firewalls.

3. From the list, select the device with the MAC Address that corresponds to the device which is to be
configured. The MAC Address is identical to the unit's S/N (Serial Number).

4. Select the “Single Device Setting” item to open the Property Page for the selected device.

Device Search
Batch Device Setting

Single Device Setting.
Openweb

Language

5.  Atterfilling in the properties, click [Set] button to complete the configuration settings in the remote

device.



Property

Dievice Setting
[AM A4 0 771 Het
MAC & ddress 00-04-29-07-27-01
Firmewsare {208 _588_gvp
Property

IP Lddiess | 102 1e8 . 1 . 188
Subnethlazk |255 L4255 0255 00
[192. 188 . 1 . 1

Cratewrasr

Hitp Port 92
DHN=1 |18, 85 1 . 1

DNEZ [81 .31 .1 . 1
D33 [ 61 .31 233 . 1

Certification
[] Use Custom

Taimame

Pazzword

Status

E [ ¥ -

&M Command Prompt

Microsoft Windows [Uersion 6.8.68611
sopyright (c) 2806 Microsoft Corporation. All rights reserved.

sers“"F8BQ ipconfig

Windows IP Configuration

Wireless LAN adapter Wireless Network Connection:

Media State . . . . . . . - = Media disconnected

Connection—specific DNS Suffix . =

Ethernet adapter Local Area Connectio

Connection—specific DNS Suffix . gateway

Link—local IPvb Address . “ s e 'eB85::d84d:elbB:6abbh:97fex18
IPv4 Address. . . i " & 2.168.1.6

Subnet Mask . . . e - 255.255.255.6

Default Gateway . . " o = W .168.1.1

Example about how to know the user’s PC and network information from command prompt. Simply type in
“ipconfig” in the Command Prompt screen, press Enter, and you will see the related information which
shows you the PC’s IP, Subnet Mask, Default Gateway, etc.

The first three digits of the network camera’s IP must be same as the first three digits of the PC’s IP
address. In the above example the PC’s IP address is 192.168.1.6., and we have set the camera’s IP to be

192.168.1.188..



Open the Web-based Ul of the Selected camera

1.  To access the Web-based user interface of the selected unit by selecting “Open web” from the slide-bar.

2. If the device has been configured correctly, the default Web browser, the Internet Explorer, will open to
the home page of the selected device.

3. Ifyou find your browser is opened and automatically connected to the camera Home Page, it means
you’ve assigned an IP Address to the unit successfully. Now you can close the IP Installer and start to
use your camera.

4.  Usually the users no longer need to run the IPInstaller software again after configuring the cameras
correctly.

Dic erch

Batch Device Setting
Single Device Setting
Open web

Language

Total 1 Devices

Verify and Complete the Installation from Your Browser

If not able to get the ActiveX downloaded properly, user must temporarily lower the security settings to
perform a one-time-only installation of the ActiveX component onto the workstation, as described below:

- From the Tools menu, select [Internet Options] -> [Security] -> [Custom Level]

- Set the security level to Low and click [OK].

- Depends on different versions of browser software used, the users may have to set the individual ActiveX
settings from “Disable” to “Prompt” or “Enable” if necessary for completing the ActiveX program
downloads.

- Restore the security level after the ActiveX installation.

Internet Expore -Securty Vo S |

Do you want to run this ActiveX control?

Mame: PControl ActiveX Control
Publisher: Longvast International Co., Ltd.

This ActiveX control was previously added to your computer when you installed |
another program, or when Windows was installed. You should only run it if you

trust the publisher and the website requesting it. What's the risk?




Using the Web Ul

Start your Web browser and enter the URL or IP address in the Address field. The Home page of the

camera is now displayed.

/> Neiwork Camera 192.168.1.99 - Windows Iniernet Explorer

G@ v [E] 19216819951 [ 2] (3] R Live senn |E2IE
i Favorites | (@ Network Camera 162.168.1,99 I_| - [ e v Pege v fefety v Tonk v @Y
&

Granvista Plus 1IP: 192.168.1.99 H264 1600X1200 15 FPS 1241 K bps |

€D Interret - Buos -




How to make the Mozilla Firefox properly work with the cameras?

Please note that in addition to Microsoft Internet Explorer, Mozilla Firefox browser is also compatible for

viewing the screens from Granvista Plus network cameras.

Similar to Internet Explorer which needs to download the needed ActiveX programs, the Firefox browser will
guide the users to download and install the VLC program for the needed plug-in the first time when it

connects to the network cameras, so that it can work properly.

In the process of installing the VLC program, please be sure to check the “Mozilla plugin” option, so that

Firefox may work properly with the network cameras.

The VLC program is a very handy shareware that the users will find it helpful when they want to replay the
“.mp4” video clips recorded by the cameras. Actually the users may use its streaming function for viewing the

camera’s rea-ltime screen directly too. Please refer to the “Video/Advanced” introduction for more details.

A VLC media player 1.1.7 Setup

Choose Components A
Choose which features of YLC media plaver 1.1.7 you want to install. .‘-‘
Check the components you want ko install and uncheck the components you don't want to
install. Click Mext ko continue.

Select the type of install; |Full
Or, select the optional | Media Player (required)
components vou wish to b s et
inskall: o 2

'

Discs Playback 2

; Descr'ipt'ion‘ '

Space required: 78.7MB The ¥LC Activex phugin
[ < Back ][ Mext > ] [ Cancel ]
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1. Live View

1.99 - Windows Internet Explorer

| ] hity/192.168.1.99.91

e Fovorivs | @8 Natwork Camera 192168199 |p address

ata format Resolutio amb rate — Eit rat®
6
1P: 192.166.1.99 1600X1200

Granvista Pius

@ Lot iy - RI0E -

tancuace M IMAGE SETUP | VIDEO STREAM

[English _-|; B Actuai Sizs 91 w3

Image Sefiing =‘§:

Button Description

SETUP
@ Click for more general/advanced camera settings

LANGUAGE Select languages among English, traditional Chinese and simplified

Chinese

IMAGE SETUP
Check actual size to view the actual size (resolution) of the image

W Actual Size
T T — Image Setting: To adjust the brightness, hue and saturation

VIDEO STREAM Choose among the 3 streams for viewing. Due to bandwidth
O1 @2 @3 constraints the users may want to choose its 2nd or 3rd video
streams which are 640x480 and 320x240 respectively. The 2nd
stream supports digital PTZ function which users should find it

helpful.
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Button

Description

Full screen

Listen the audio input from site

Talk function. An external speaker need to connect to its audio jack for audio

output

Record instant live video

k]|l kBl E

Snapshot the image

Further configurations and options; a prominent button in between is used to expand the further operations.

IP: 192.168.1.13 H264 1600X1200

Click on the indicated prominent, and more operational options shows up.

IP: 192.168.1.13 H264 1600X1200

SETUP LANGUAGE IMAGE SETUP

M Actual Size
Image Setting ==~

12
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2. Video

General

Live View Video Camera ‘ Event | Schedule

Network ‘ System ‘ Customize

General Advanced

¥Yideo General Setting

Enable Strearn 1

Enable Stream 2
[CJEenabled pigital PTZ

Enable Stream 3

0SD Setting

Enable

Camera Marme: CH1 (20 character max)

Date/Time

Save

Video General Setting: Check each box to enable needed streams (max 3) for live viewing

Note: Digital PTZ is only available with stream 2. Please select the required video streams only, so that the
system can be running at best performance.

OSD Setting: Enable OSD (Over-Screen-Display) to display camera name or date/time on the image, the

camera name must be a continual string, for instance “LivingRoom”. This OSD setting may be set from the
NVR too if any Granvista Plus series NVR has linked to this network camera.

13



Advanced

Live View Video Camera ‘ Event | Schedule ‘ Hetwork ‘ System ‘ Customize

General Advanced

Stream 1 Setting

RTSP Path: [w0a | Irmage Format: .H.264 V.
Rezalution: 1600 3 1200 W GOP: 15 ._ [(2~32]
Wideo Mode: | VER V._ Frarme Rates: -.15 i [(S~15 FPS)
Quality Lavel: Best V

Stream 2 Setting

RTSP Path: L . Irmage Format: | H 264 (W
Resalution: &40 x 420 b GO |=0 [(2~32]
Wideo Maode: CBR % Frame Rates: 515 :[5~15 FPS)

Target Bit Rates: 1000 | (&4~&000 Kb

Stream 3 Setting

RTSF Path: wiz [ Image Format: ::H.264 v
Fesaolution: 220x240 GOP: 20

Wideo Mode: CRBR Frame Rates: 15 [S~15 FPS)
Guality Level: Bast

Save

14



RTSP Path -

The RTSP(Real Time Streaming Protocol ) Path is the stream ID used for RTSP client’s streaming connection,
such as VLC player. The default values are v00, v01 and v02 for the three streams respectively. The string
can be any combination of number or capital/small letters. It can not be empty however.

Following is a setting example of RTSP steaming by using VLC program. (The users may access this setup
screen from VLC program’s Media/Streaming.../Network).

& Open Media E®E
[JFe | (2)Die | %" Netvork | B Capture Device

Wetwork Protocol

Please enter a network TEL:

iftsp:fflgﬂ.lﬁﬁ.l 89556400
Tettpedurwrur mzanple comstiesrm.avl
oo 1254
s exannple s comistear. e

tepeitsepreresmmple ooz BRI et sdp
Tttp:ftwrwrur yourtube comturatch?v=getd

[] Show more options

(o ) [

Note: the “port number” of 556 in the example is its RSTP port number which the user has defined for this
camera (default value is 554). This port number must be routed in the network router properly if the user
likes to receive the video streaming from the web. In other words, if the user likes to use the external web
address of rtsp://219.86.240.234:556/v00 in stead of the LAN address of rtsp://192.168.1.99:556/v00.

: Virtual Server

Setting up Virtual Servers allows remote users to access senices such as Web or FTP on the LAN via public IP Addresses.

No. Private |P Private Port Type Public Port Comment Enabled
1 192.168.1/99 91 ] Both— [o1 GVP-201
2 192.168.1/99 Both v GVP201 >

The above is a setup screen example of an Internet broadband router. In this example the port 90 is for
WWW, and the port 556 is for RTSP. These two port numbers must be same as what configured in the
camera’s Network/Advanced settings.

15



£ risp:/i219.86.240.234:556/v00 - VLC media player
Media FPlavback Audio ¥ideo Tools WView Help

) &= F6 " 2o

tsp:Af219 86 240 234 556A00 100x | 000040000

Note: the users may right-click and choose VLC program’s “Full Screen” mode too.

Resolution -

The resolution here describes an image size counted by width and height, e.g. 640x480, referring to pixel
resolution. The 1% stream can be set from more options of resolution; 1600x1200 (2 megapixels),
1280x720(HD), 800x600(SVGA), 640x480(VGA), 320x240(QVGA). While Stream2 has the options of VGA
and QVGA, stream3 is in a fixed resolution, the QVGA. The users need to decide which resolution and frame
rate options to be selected according to the requirements and practical constraints from the bandwidth and
storage available.

Video Mode -

This option allows the selection of two bit-rate modes, the Constant Bit Rate (CBR) or Variable Bit Rate (VBR).
CBR refers to the setting of a fixed Target Bit Rate (configuration in the range of 64Kbps to 6Mbps) that
would apply in the case of limited bandwidth or/and storage requirement. While CBR concerns a fixed data
rate transmitting, the video quality setting is of high priority for VBR mode selected. VBR therefore is
configured with the Quality Level (Standard, Good, Best). In general, CBR predicts the provided condition; if
image activity requires higher bit rates than configured, the frame rate and quality would be affected as not
likely to increase bandwidth (bit rate). In spite of the required recording storage estimation, VBR is by way of

compensation that adjustable bit rate fits the actual image activity.

Image Format -
H.264 and MJPEG are available for image format selection. The term, “image format”, is referring to

compression / encoding technique. The selection of image format decides the performance of bandwidth and

16



storage requirement. In the request of same video quality, H.264 contributes to less bandwidth and storage
requirement, which is much more efficient than MJPEG. Therefore it is usually a better selection to select

H.264 format if there is no particular reason for MJPEG.

GOP -

In MPEG4/H.264 video coding, GOP (group of pictures) describes how the different types of frames are
arranged. The frame types implemented here are I-frame (full image information) and P-frame
(motion-compensated difference information). This setting configures the GOP length which is the number of
frames before next I-frame appears. Having more |-frames usually increases the stream size, and therefore

more bandwidth and storage are required.

Frame Rates -
The Frame Rates defines the number of frames that will be displayed per second. The frame rate setting can

affect the target bit rate (bandwidth requirement) and storage requirement.
Note:

While multiple streaming is possible, each stream has its limitation and dependency to other stream. See

“Video Stream Specification”.

17



3. Camera

General

: :
Live View k'\ﬁdeo Camera iEvent k Schedule k Network k System k Customize

General i Advanced

Camera General Setting

Brightness: o
1 E— 1 m— D A
o
1 E— [ p— 1)
o

D Fotation 120

D Image Mirror Horizontal

&udio Setting
[ audic Enable
Encoder: LT Lo

Bitrate: 40000

Save Path:

Civternph
File Narmea:

video

Browse

‘Web Snapshot Image Se
Save Path:
Dihternpt,
File Narmea:

snap

Browse

18



Camera General Setting:

Brightness: the luminance of image view

Hue: refer to pure a pure color, or described by its name, such as red, green or blue.

Saturation: intensity of a specific color

The 3 correlates are referring image appearance in terms of color/vision. These are adjustable from this
page.

Rotation 180 degree: rotate the image, so it looks up-side down. This can be applied when camera unit must
be mounted up-side down.

Image Mirror Horizontal: to select for horizontally flipped image if necessary.

Audio Setting:

Enable this option, so the video stream will be transferring together with the audio data. There are two types
of formats of AAC and G711. AAC takes less bandwidth, while its quality is fairly good already, but the users
may still want to choose G711 if they want even better audio quality, and if there is no bandwidth and storage
size concern.

AAC format must be selected if the users want audio to be recorded together with the video in Schedule or
shapped web recording.

In case there is a Granvista Plus series NVR (network video recorder) available in the network for recording,
the NVR will set G711 as its audio default.

Web Record/Snapshot Setting:

Web Record / Snapshot: define the locations where snapshot images and video clips will be stored. The file
name is referring to the prefix of the file name of each snapshot image or video clip generated. These two
settings’ are saved in the Web Browser such as Internet Explorer, thus the settings will be reset if you reset
the Web Browser software. Users may find it an easy cure to set it up in Windows'’s Safe Mode when they
encounter problem with Vista platform which is stricter and more complicated in security settings than other
platforms.

As to the “Web Recording Setting”, if you have chosen D:\TEMP as the path and “video” as the file name
prefix then the generated files will be saved into the D\TEMP directory, and their file names will be in the
format of “video” plus time tags, such as “video_20110102_121313_770". The “Web Snapshot Image Setting”

is configured in the same way.

Default:
Set [camera general setting] and [audio setting] back to default
Note: As mentioned above, this Default command will not change the configuration of [Web Record Setting]

and [web Snapshot Image Setting]

Save:

Save the changes which have been made

19



Advanced

Live View Video Camera Event | Schedule ‘ Network ‘ System ‘ Customize

General Advanced

Camera Advanced Setting:

White balance: IE_V]

| Exposure: |F|icker-free 60 Hz %
Max Exposure Time: @ z

! Max Gain Contraol: @ dB
Huminatar LEDs: @

! Status LED: oo

Back Light Compensation: On_V|

| Save

White balance: Adjustment to compensate for different environments in terms of light source.

Exposure: Anti-flicker setting for image sensor to fit the frequency of light (power) source. For instance, the
power frequency is 50Hz for most European countries, while 60Hz is typically for US. This setting is therefore
regionally different. Note: Default setting is 50Hz

Max Exposure Time: Referring to the shutter speed. It is recommended to set to slower shutter speed such
as 1/15 second in case dark environment with IR illumination is inevitable.

Max Gain Control: The amplification factor for the incoming light. Similar to the photographic theories, in

20



case of environment of dim light, increase it for optimal result if necessary. On the contrary, turn it down for
environments of stronger light if necessary.

llluminator LEDs: The default is automatically switched according to site illumination. LED will turn on when
there is light deficiency.

Status LED: Turn on/off the camera status LED. You may want to purposely turn it off if you do not want
people to tell whether it is operational or not.

Back Light Compensation: Option for automatically making compensation for back light.

4. Event

Event handling describes the configurations of events and the corresponding actions. To have an insight into
this function, a common example can be storing the captured images or video clips to Micro SD card (up to
32GB in storage size) , a remote disk in LAN (SAMBA), FTP server or Email account (images only), when

there is an Event (motion or periodic triggering).

Live View ‘ Video ‘ Camera Event Schedule ‘ Hetwork ‘ System ‘ Customize

Event Server Motion Detection ‘ Event Configuration

Event Server List

Hame Protocol Hetwork Rddress Upload Path User Hame
FTP3erver FTP 1%92.1658.1.10 ipcan
| addFTe.. | | Remove

| [ Mote: The rmasimum number of event servers is 10,

21



Event Server

The “Event Server List” lists the configured server(s) that will act as a remote storage or a destination for
handling the triggered events. Up to 10 FTP servers can be added in the list.

. Remove |
: asirnum number of event sarvers is 10,1

FTP Server

Mame: MewFTPServer
Metwork Address:
Upload Path:
Port: 21
Login Information

Guest

User Marme:

Password:

Save
Click on the [Add FTP] to expand FTP server setting
FTP Server:

»  Name: Give a name for the FTP server.

»  Network Address: Input the network address of the FTP server, which can be located in LAN or
external web, for instance “192.168.1.100” or “219.86.240.234” respectively. Please note that such
WEB IP such as “219.86.240.234” can be applicable only when the network is connected to
Internet, and it is properly configured in the broadband router.

»  Upload Path: Choose the desired upload path for events. If not specifically defined, it will be the
default folder configured in the FTP system.

»  Port: Input the port number of the FTP server, typically 21.

Remarks: FTP is quite a convenient web application, and it is quite easy to use. Attached below is
an example of FTP screen indicates that a Network Camera keeps on talking to the FTP server. In
this example the FTP server address can be set as either 192.168.1.3 (LAN) or 219.86.240.234
(WEB) from near end.

FZ Filezilla server:

File Server Edit 7
58 % 06 © | (weE-
FileZilla Server version 0.0.4d beta.
Copuright 2001 by Tim Kosss (Tim Koss@gmx de)
Connecting o server...
(Comnected, waiting for anthentication
Logged on
(000003) 201141711 F4F 15:08:32 - (not logzed in) (219.86.240.234)> 421 Login time exceeded. Closing control connection.
(0000033 200 1411 F-F 1508:32 - fnot logeed in) (219.86.240.234)> disconnscted

(0000043 201141411 T4 15:08:56 -
(0000043 201 1A 1 T 15:08:56 -
(0000043 20111411 T4 15:08:56 -
(0000043 201141411 T4 15:08:56 -
(0000043 20111411 T 1508:57 -
(000004 201141711 F=F 15:08:57 -
(0000043 20111411 T 15:08:58 -
(0000043 201141411 T4 15:08:58 -
(0000043 201 1A T 150012 -
(0000043 201141111 T4 15:09:12 -

ot logged in) (210.85.240 234)> Conneeted, sending welcome message..

fmot logeed in) (21985240 234)> 230-FileZilla Server version 0.9 44 beta

ot logged in) (210.86.240 234> 230-writien by Tim Kosse (Tim Kosse@gue de)

(mot logeed in) (21985 240 234)> 220 Pleass visit http-Monmsfores netiprojectsileaills’
tnot logged in) (210.86.240 234)> USER home-1

(mot logeed in) (219.85.240 234)> 331 Password mequired for homns-1

ot Iogered in) (21086240 234)> Pass whknkosk

tnotlngged in) (219.85.240 234)> 530 Login of password incorrect]

{not Ingeed in) (219.86.340 234)> TYPE

(ot logged in) (210.85.240234)> 530 Please log in with USER and PASS first

o+ ACcount 1P Transfer Progress = Speed
=C+000004  ({not logged in) 219.86.240.234
Ready 37 bytes received 0 Bfs 315 bytes sent. 0 Bfs

a8
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Login Information:

»  Username / Password: Input the username and password of the FTP

Live View | Video ‘ Camera Event schedule ‘ Hetwork ‘ System ‘ Customize

Event Server Motion Detection | Event Configuration

Event Server List

Hame Protocol Hetwork hddress Upload Path User Hame

FTPSerwer 192.168.1.10

[ Mate; The masimum number of event servers iz 10,

FTP Server

Marme: |_I_-__|'F‘Ser'.'er | .
Netwark Address: 1192,168.1.10 |
Upload Path: | |

Login Information

Uzar Mame: |ipcarn |

Password: |"-" |

|Saue

Click [Remove] to delete selected event servers

Please refer to Appendix-I for more information on FPT applications.
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Motion Detection

A snapshot image shows the whole view of the camera covered. To select a motion detection area, click
directly on the image, and then change the size and position by dragging and drawing. Up to 10 motion areas
(configurations) can be added in the list. Each detection area can be set with its own sensitivity value.

|
Live View k Video k Camera Event I. Schedule k Network k System k Customize

Event Server Motion Detection l Event Configuration

Motion Detection List

Windows Area Hame

geat

door

coming in
Motion Detection SiatuP‘
windows Area Namei [seats |
Trgger Levst | 3] B T —|
Samsitity ) S — ] E—

{ Sensitivity value:0~100[low~High] )

Color: »E

@ view All Windows

O View Selected Window
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Event Configuration

The Event Configuration is to assign the actions responding to the specified events (Trigger Conditions).

Live View ‘ Video ‘ Camera Event Schedule ‘ Metwork | System ‘ Customize

Event Server | Motion Detection Event Configuration

Event Record File
File Format: & Jpea O Hze4
Event Type List

Hame Status Enable Trigyer Actions

Motion Det. T

IAdd...| | Remove |

[ Mote: The maximum nurmber of events is 10,
Fu=FTP Upload, Eu=Erail Upload, Du=Disk Upload, O=0utput Port, En=Email Motification,
TrR=TCP Motification, 1

The table lists the configured events. Click on “Add...” or choose an event from the list to extend the panel for
detail configurations. “Remove” is to delete a selected event.
A total of up to 10 event settings with different combinations of motion detections, or automatic triggering

based on every period of time can be configured into the system.
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Live View [V’tdeo i Camera I Event . schedule I Network |_ System \ Customize
Event Server | Maotion Detection I Event Configuration
Select JPEG for photo
Event Record File images, and H264 for

File Format. H i
video clips

Event Type List

Hame Status Enable Trigyer Actions
inage Active Yes Motion Det. Du
Hig4 Active Yes Motion Det. Du

Click Add for new event setting

Minimum time allowed
() e for next triggering

( Mote: The maximurn number of events is 10.
Fu=FTP Upload, Eu=Email Upload, Du=Disk Uplodd, O=0utput Port, En=Email Motification,

Tn=TCP Motification, )
Event Type Setup

Hame:

Set rin time between triggers:

Respond to Trigger

Enable/
Disable

P —
When T

The events can be
configured to be triggered |
motion detection, or

e ST e automatic triggering based

{ qMotian Detection
Period

D Upload Images

L

y

T T U ToL Sreye ey g o
ulrevely pelioud ut Ulftie.

-Saue I

Trigger types (conditions)

Motion Detection: The configured detection area(s) for motion events.
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Event Type Setup

Marme: ?MotionDeted:ian

Set min time between triggers! -DODDOD | (ppax 23:59:59)

Respond to Trigger

ey The time lapse of

Gl Wi periodic triggering can
oy — be one minute up to

Trigger by | Motion'Petection ¥ |

23:39:59.

. When Triggered...

Upload Images

Storage medias
can flexibly be
FTP, Email or Disk

Select Upload type:

S

An_email notification
can be set out
simultaneously.

When triggering action activated

Store image to FTP (Remote), Email or SD card (Local)

Time Lapse of Events

Events may come frequently, for instance, a moving object may keep triggering in a detection area, and false

alarms may therefore occur. The “minimum time between triggers” setting is then for this case. System
waits for the given time before the next trigger taken.

Period: To be triggered every preset period of time. The time lapse of periodic triggering can be one minute
up to 23:59:59.

Event Type Setup

Narme: [ToFTP T

: _ — The time lapse of

espond to Trigger - - - 5 |
= periodic triggering can
(%) Always

be one minute up to
) Never 23:59:59-

Trigger by I Period

Time Lapse: | :(lehl.'li D0 ~ 23:159:59)

When Triggered...

Upload Images

Storage medias
can flexibly be
FTP, Emai?,or
Disk

Select Upload type:

& Ll Send Email Notificatinn

An_email notification
can be set out
simultaneously.
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Note: there is another manual trigger functionality available from clicking trigger button embedded on the web

main page.

Grantvista Pius

IP: 192.168.1.188 H264 1600X1200

13 FPS

2339 K bps

; PeD l_.j@—» Click to manually trigger an image

H.264 mode triggered recording:
Not only for triggering images of jpg format, the camera allows users to trigger video clips of H.264 format
with pre-defined time lengths of 15, 30 45 or 60 seconds.
This H264 video clip triggering function provides another option in addition to Schedule recording function at

pre-defined data s

Please note that the video clips generated may be sent to SD card, FTP or Email, but due to actual

ize.

E—

s

constraints from the availability of the needed network resources and its bandwidth, the FTP and Email

options may not w

ork as expected

Live View l Video I Camera Event Schedule Hetwork \ System \ Customize

Event Server | Motion Detection Event Configuration

Event Record File
File Format: O JPEG @ Hz2e4
Event Type List

Hame: Status Enahle Trigger Actions

triggered-r... Inactive Yes Motion Det, D

| Add... | | Remove |

[ Mote: The riaxirmurm number of events is 10,
Fu=FTP Upload, Eu=Erail Upload, Du=Disk Upload, ©=0utput Part, En=Ernail Notification,
Tn=TCP Motification. 1

Event Type Setup

Mare: |triggered-recording

Set min time between triggers: |DD:DD:05 (rmax 23:159:59)
Respond to Trigger

@Always

ONever

Trigger by | Motion Detection Vl
In Window | motiondetecion %

When Triggered...

Upload Irnages

Select Uplaad type:
Base File Name: |image

Recording Length: 15 | | zecond(s)

[ send Ernail Motification




5. Schedule

GVP-201/GVP-201W series models are equipped with a card slot for Micro-SD/SDHC storage. This storage
is applied for local video and image recording. The recording function can be launched according to
scheduled time frames. The SD card also records the JPEG images responding to an event.

The size of Micro SD card can be up to 32GB, preferably be at least Class-4 or even faster grades.

General

Define the day (specified by days of a week) and time (specified by each single hour) for that the video, or
even the audio, will be recorded during the scheduled period. User can select which video stream should be
recorded, and the size of each sliced file. When the check box is ticked, recording process starts at the

scheduled hours (red blocks).

General Storage

Ml Enzbled
stream: @1 Oz Oa
slice File Size: 50 v (ME)

Saue Davica Type: Local Disk

Alljol1|2(=z|4|5[e|7|e|2|to[11]12|13[14|15|1&6|17[18|10[20|21(22|22

Thu,

B sceduied

Save

Storage

Display the storage information, includes disk size info, type and status. The warning message (red text)

shows when recording is in process; SD card should not be removed during the recording process.
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Live View . Yideo Camera ‘ Event Schedule Metwork I System ‘ Customize
General Storage
Disk Status
Model Hame: Sdew/rmmeblkopl
Total Size: 1929024 KB
Used Size: 1788864 KB
Free Size: 140160 KB
Disk Type: S0
Disk Status: recording
' Refresh ] | Browse ] [ Remove Event Images 1
The system is recording now, please stop recording first!

The “Browse” button allows viewing the list of recorded files. The web page will then be redirect to the root
path of the SD storage (if one is inserted). The list includes couple of folders, the event_images which

contains all the still images captured by any event trigger, and folders specified by date where the recorded
video files are located.

/=~ Network Camera 192.168.1.100 - Windows Internet Explorer

@.,.;- (] i /1821681100 75/ RICES
: Fle Edit ¥iew Favorites Jools Help
¢ Favoribs 55|+ @ Network Camera L... % |4 Google | (- &
Index of /SD/
Hame Last modified Size Description
a Parent Directory
2 z011-06-16/ 16-Jun-2011 14:55 2K
B s011-06-17/ 17-Jun-2011 10:46 EES
D event_caipss 17-Jun-2011 09:18 2K
) event_smeges/ 17-Jun-2011 09:25 8K
Mbedthis Appweb 2.4.2 at Port 78

The recorded video files are named in date_time format, and the extension file name is “.mp4”. The recorded
files can be re-played with VLC or other application programs. Please note that AAC audio format needs to be
selected if audio needs to be recorded into the files as well, and the recoded files will be in MP4 format. If the
users have selected G711 as the audio format, video won’t be recoded into the files to save the file spaces,
and the recorded files will have the extension file name of H264. The Granvista Plus series NVRs all have
much storage spaces which are able to record superior audio into the files thus the NVR will set G711 audio
format as default.

The files generated from the recording process are handled on “first-in-first-out” basis. In other words, the

oldest folders/files will be deleted when there is not enough space for the new data.
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The recorded files may also be recorded into the

remote-disk in LAN (Samba) instead of SD card. Please

refer to following setup screens with setup tips for more details.

]
Live View L Video | Camera L Event

Schedule

|.ﬂlletwcrrl: L System l, Customize
1

General Storage
Local Disk Setting | @
v
. Click for remote disk setting
Disk Status
Total Size: 15431376 KB
Used Size: 15280664 KB
Free Size: 150712 Ke
Disk Type: sD
Disk Status: normal
' [ Refresh i | Browse | | R ve Event Imag |

Local Disk Setting
Mount

Type: FATZ2

1
Live View L Video |-1 Camera L Event

Schedule Eﬂetwork L System L Customize

General Storage
Local Disk Setting Remote Disk Setting
Disk Status
Total Size: 0 KB
Used Size: 0 KB :
Free Size: 0 KB I
Digk Type: SMBFS
|
Disk Status: normal
. Refresh J !
Remote Disk Setting
Enabled . . L
nee SMBFS: for Windows
Action: Mount ¥ | -~ = |
NFS: for Linux
Remote Disk Path: 192.168.1.3/temp | i
Mamcia s UserID-and passwoyd |of

Password:

bat-thship
LA AL L L L L -

this PC of IP addres

“192,168,1.3”
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Please note that the remote disk to be utilized in the LAN PC needs to be shared properly

beforehand.
r] temp Properties } 2 |
M‘m A ). Permissions for temp u

bz -
[¥] share this folder

[ Share Pemissions ‘

Group or User names:

Limit the number of smultaneous u:

Comments: Add. | t Remove
Pemissions for Everyone Allow Deny
Full Control ] B
- - Change v Ll
Permissions H Caching I Read = [l
N

Properlysharethe folderin LAN

oK Cancel Appl

[ ] ] pe) beforehand whichis to be used as
| ! REMOTE DISK (Samba)

! ‘ Leam about access control and permissions

Depends on different resolutions, frame rate, data formats and time frames are configured, a Micro SD of
32GB is able to handle several days of data storage already, and the storage space from Remote-Disk has
provided another alternative too. Apparently the camera’s recording functionality with Micro SD card or
Remote-Disk is able to satisfy users’ basic data storage requirements already. Besides, the free-bundled
GVD software is also a good option to use for video recording purpose under minimized budget, if the users
happen to have spare PCs with relevant hardware compatibility (the PC’s screen resolution and CPU
performance must be above a decent level to make this NVR software running at optimal performance).

In addition, the users may also take advantages of our Linux-based Granvista Plus NVR for even more
advanced and professional applications. Up to 64 connections, or even more, are able to be built into the
Granvista Plus series NVRs. Please refer to our web site, or contact us for more details. Attached below is a
sample of our SOHO model NVR which may support up to 6 connections.

Up to 6 cameras connectivity capacity / SOHO NVR

GVP-NVR06
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6. Network

Network Camera acts as one of the network devices. It therefore allows its “IP” to be assigned, so certain
network functionalities can be implementable within this device. This section describes these configurations.
Fundamentally, for instance, the IP assignment of the device can be done via DHCP server, manually fixed

IP option or PPPoOE to obtain IP from service provider.

General

Device IP configuration, includes DHCP, Static IP setting and PPPoE. “Enable ARP/Ping” enable device to
accept ARP or ping packets from the network. Disable this option may provide extra security from intentional
ping.

Live View ‘ Video ‘ Camera ‘ Event ‘ Schedule Hetwork System ‘ Customize

General Advanced ‘ SMTP{E-Mail) ‘ DDNS ‘ Wireless

) DHEP Service

@' Static IP Address:

Ip Address: 192.168.1.185 |

e (2552552550 |

Gateway: 13216811 |

e 1e8.95.1.1 |

DNS 2: 13111 |
O prPaE:

User Mame:

[
{ = 2

|

I\.- *

Pazsword:

(Mote : Please make sure 'Ernail Setting' has bean set!)

[¥] Enable ARF/Ring

| Save
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Advanced

Enable or configure other network functions.

Live View ‘ Video ‘ Camera ‘ Event ‘ Schedule Metwork System ‘ Customize

General Advanced SMTP{E-Mail}) ‘ DDNS ‘ Wireless

MTP Configuration

C}" Obtain NTP server addreszs via DHCP

"&j‘ Uze the following NTP server address:

Metwork address: itime.stdtime.gnu.tw

[(hast marme or IP address)

HTTP Setting

HTTP Dotk EE |0~ 65535, Default : 80 )

RTSP Setting

RTSP Port: _5_5? | [0~ 65535, Default : 554 )
Bonjour Setting

Enable Bonjour
UPnP Motification

Enable UPRP

MAT Traversal Setting

I:l Ernable MAT Traversal

i.-E-EIUE

NTP: Configure a NTP (Network Time Protocol) server, so that the device system date and time can be

synchronized with a specified Time Server. This configuration is provided for one of the potions of system
date/time adjustment. If the camera is located in an isolated LAN, in other words it does not have access to
web, the user may set the IP of the PC in LAN as its NTP setting, so that the camera’s time will be
synchronized with the PC.

HTTP: set the HTTP port that will be applied for Web Ul access. The default port number of HTTP is “80”, but
it can be of other figures.

RTSP: set the RTSP (Video) port for video data transmission. The default port number of RTSP is “554”, but it

can be of other figures.
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Bonjour: Enable Bonjour service, so that the device can be discovered with “Bonjour” service applied.

UPnP: Enable UPnP, so that the device can be discovered in an UPnP Compliant Network.

CEle e |

;= -
By Crgonize + o= Views = O

ork and Shanng Center g Addapnnter W Add a wireless device

Name Category Workgroup  Network lo...

g Documents ',kl.‘ BATTLESHIP !A' Fc 'k F80Q-NB :@) F80Q-NEB: F80Q:
Pictures o - .
B Music = g o :
More » ‘%"'l GVP-201W - 00:04:29:07:27:01 J H264 2MegaPicel IPCAM ‘A LV050 ‘y router
Folders >
4 Bl Desktop
[ re0Q %
BB Contacts The network camera can be easily
B found and connected from the local PC
_ ;:]- g if its UPNP function is enabled

NAT Traversal: Enable NAT traversal, so that client from Internet can have access to the devices behind the
Router. If user would like to access the Network Camera from Web externally, be sure to also include the
RTSP port by duplicating the same IP.

In the following example this Network Camera’s LAN IP is of 192.168.1.2., thus the user should type in the full
address of http://192.168.1.2:80 (as port 80 is WWW'’s default port number thus “:80” can be omitted) in the

address field of Internet Explorer to access this network camera. If the user wants to access it from web

externally, he would have to properly setup its HTTP port (in this case “80”, or other port number), and the
RTSP port (in this case “554”, or other port number)) in the NAT setting of the router beforehand, and then he
may access it with the web address (in this example it is http://219.86.240.234:80 to access it from anywhere

of the world via Internet) if the router has connected to Internet.

ASUS Rrx3081

Vi — = Product Name |ASUS Rx3081
Wizard Virtual Server ot
System Status
! System Setting up Virual Servers allows remote users to access senices such as Web or FTP on the LAN via public IP Addresses.
_I AN No. Private IP Private Port Type Public Port Comment Enabled
; ﬂ': 1 192.168.1 81 [Both ~] 81 | [F1 ] ~
§ Virtual S 2 192.168.1 82 |Both | s2 | [Kitchen ] v
irtual erver
i Special Application E 192.168.1[103 | CER [Both ~| 83 | [F31 ] ~
{ Port Mapping 4 192.168.1 Bmh:l' B4 | [F3-1 | v
B ALG 5 192.168.1.107 86 ] Both | 36 TEST ] =
B onz 6 192.168.12 80 Both ~| 80 Gramvista | ¥
1 Firewall 7 19216812 | 554 [Both ~] [554 | [video ] "
1 Routing 8 192.168.1[3 21 |Both =] 21 | [FTP | v
3 UPnP 9 192.168.1 l:l [tcp ~| | | | | r
£ DDNS 10 1921681 | 1 [TcP =] | | | ] -
et 1 1921681 | L1 [1cP -] | | | | =
12 1921681 | L1 TcP ] | | | | =
17 109 188 1 [ 1 [rre »l | | I 1 r

Note: with UPnP enabled, the IP Sharing device (Router) capable of UPnP function will automatically be

noticed with the device’s NAT port.
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SMTP (E-Mail)

Configure an email host in the device that will send email on behalf of the configured email account in a
circumstance like sending an email notice to a specified mail address (Event Configuration), or to send the
triggered image. The email settings will be basically same as what used in your email software.

Sender: Complete the Mail Server, Server Port, Authentication information (if required) and the sender’s
email address.
Receiver: The receiver email address

Following screen shows an example of setting an email account. The users may need to refer to the ISP for
more details on the email configuration. In this example the ipcam@longvast.com Email account will be used
to send triggered images or notifications to the info@longvast.com account.

|}
Event ‘ Schedule Network System ‘ Customize

Live View I Video \ Camera

General L Advanced SMTP{E-Mail} DDNS L Wireless

SMTP (email) Setting
Mail Server: _.,Refer to the ISP to
make sureitis
properly configured.

(host narne or IP addrass)
Server Port: 25 [0..65535]

Authentication

Email ac¢ount
and-password

User Name:

Password:

From [ Ernail Address ): ipcam@longvast.com

Recipient’s email

Send email to: accﬂunt

]Save and click “Test
-~~~ to make sure the setting
[save | was successful.

If the setting is successful, click on “Test” button, and then an acknowledgement email with “Email Test OK”
message should be received by the recipient immediately. Following is an example of such
acknowledgement email after clicking “Test” button.

Current Folder: INBOX
Compose Addresses Folders Options Search Help

Message List | Unread | Delete Previous | Next

Subject: Email Test
From: ipcam@longvast.com
Date: Sun. May 8, 2011 932 pm
To: info@longvast.com
Priority: Normal
Options: View Full Header | View Printable Version | Download this as a file

Email Test OK

37



DDNS

Dynamic DNS configuration; the network device can be assigned and accessed with a host name instead of IP

address by registering this service (Internet access required).

Host Name: Assigned name that will be used for access to the device
User Name/Password: Account authentication for logging to this service
Update Time: Periodically, the device updates its access info to sever in the configured time.

Response: the device responds the connection info.

Following illustrative contents show the users some details about applying DynDNS service. Please note that
DynDNS is not the only service available in the world market for DDNS services. Besides, DynDNS provides free

services, and they also provide advanced services which are non-free.

About Services Account Support News

I'd like to...

4 Remotely access my home computer

oty

DynDNS Community g
Control my DVR from anywhere = H_ ; - i

J Get a free domain name

¢ Safequard my email

J Protect and speed up my Internet

A _ e _ _
@‘s Free Dynamic DNS 5)3 DNS Hosting & Domains
Point a hostname to a dynamic or static IP address or URL. Register your domain and point it to an IP address or URL
s Host your own website at home for free! « Easy-to-use web interface with powerful expert tools.
« Connect to your workstation, DVR, webcam from anywhere. « Secondary and primary DNS servers around the globe!
example . dyndns_biz [v] example.com
» DDNS service details. » more about Custorn DNS hosting
Resources Services Support Follow Us
What is DNS? DNS Hosting DynStatus Our News
DNS Tools Free Dynamic DNS Knowledge Base Twitter @dyninc
Home DNS Solutions Spring Server VPS 24/7 Premier Support LinkedIn
Business DNS Solutions Domain Registration DNS Update Clients DNS Ninjas | Facebook

This series network device support DynDNS (www.dyndns.org). This section describes how to apply this service to

the Network Camera.
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Create Account

Create an account or log in to continue

U B
sername Already Registered?

Password:
Username

Confirm password:
Password

Email:

Confirm email: Forgot your password?

Subscribe to: DynDNS.com newsletter
(1 or 2 per month)
[] Dyn Inc. press releases

[] rRemove HTML formatting from email ! \ TRUSTe

Security Image:

. S s e
Enter the numbers from the above image:

[] I agree with the acceptable use policy (AUF) and privacy policy.

Create Account

If you're having difficulty creating your account, for any reason, feel free to contact us.

Input user name, password and Email that will be created as an account for logging in the service. .

The website has accepted the new account and sent email for verification.
In the received mail from DynDNS, use the link to activate. The account will then be confirmed as the web

below shows.

.com

Network Services inc.

INS Ussrname Passviord

About Services Account Support News

[kd Account Confirmed

The account pixord-ddns has been confirmed. You can
now login and start using your account.

Getting Started

+ Surf without the sharks and browse the

web faster with Internet Guide

« Create a dynamic DNS host with your own domain name

« Create a dynamic DNS host within our Free domains
« Setup email services
« Register a domain name

© 1538-2010 Drynamic Network Services Inc, - Legal Notices - Privecy Policy - Contacts '\Q,-l TRUSTe
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Login and use the service

Username Password LElg in

Int Support MNews

In the login filed, input username and password as the new account created.

My Services
< =e  View, modify, purchase, and
-"‘i delete your services.

My Zones/Domains

Add Zone/Domain Services

My Hosts

Dynamic DNS Pro
Internet Guide
Spring Server VPS

MailHop Outhound

Network Monitorin

SSL Certificates

Recursive DNS

Premier Support

Contact Support

DNS Service Level Agreement

After logged in, in the “My Services” column, click on “Add Host Services”.

Fill in a host name as it will be applied to the device. The “IP Address” field can be temporally filled with any IP
as it will be updated once the device has registered to the service and reported its current IP value. Click on
“Add To Cart” for next stage. The Dynamic DNS host service is free. Just click on “Next”.

Checkout from the applying service and activate the added host name.

The information of activated host name will be arranged. Click on “Add New Host” if requiring more host

names for other Network Cameras.
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Apply Host Name to the Camera

| e —
Live View | Video l Camera | Event \ Schedule Network System Customize

I
General l Advanced ] SMTP{E-Mail} DDNS Wireless

Your domain name available
Dynamic DNS Setting

Host Name:

| granvistaplus,dyndns-ip.co

(Link to http://www.dyndns.org)

User Manne: {longvast

The account user name

Password: and password with
T DNYDNS
Update Time: 600 | ( 600~86400 Seconds )

Response:
f“"
if

It will show “yes™ j

this DDNS service is _ i Click Save to see if the
ready , Save setting is valid.

In the device configuration page, Setup -> Network -> DDNS, fill in the applied host name from DynDNS

website, the username / password that are for logging in this service. Enable DDNS, and then save the

settings. The “Response” will show “yes” message when registering is successful.

/= Network Camera granvistaplus.dyndns-ip.com - Windows Internet Explorer

CC - ([ oo —» Now DDNS is working!  *% x

: Fle Edit View Favorites Tools Help
v Fevorits |55 - | @ Network Camera ... | #§ Google fh- 8 1@ v Bevo§

Grantvista Plus 1P: granvistaplus.dyndns-ip.com H264 1600X1200 16 FPS 1681 K bps

3
&

Launch IE and type http://granvistaplus.dyndns-ip.com/ (for instance) in the URL filed. The page should be

directed to the device’s live view page. Please note that the address of http://granvistaplus.dyndns-ip.com/ is

equivalent to the address of http://granvistaplus.dyndns-ip.com:80/, because the default WWW port number
is 80.

In this example the address of http://granvistaplus.dyndns-ip.com/ is same as http://219.86.240.234/. Please

refer to the Network setting paragraph in this manual, the user must properly setup the HTTP and RTSP ports
in both camera and broadband router’s NAT virtual domain settings to make sure camera can be accessed by

the address of http://219.86.240.234/ before the http://granvistaplus.dyndns-ip.com/ address is able to work
properly.
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How if the user has only one fixed web IP, for instance 219.86.240.234, while he has many network cameras

to implement? Just like the user may setup the camera address of http://219.86.240.234:91/,

http://219.86.240.234:92/, etc, the address of similar setting of http://granvistaplus.dyndns-ip.com:91/ or

http://granvistaplus.dyndns-ip.com:92/ can be configured for other network cameras too. Following figure is

an example of such DDNS application by using port number.

/= Network Camer: ~istaplvne dyvndns-ip.com - Windows Internel Explorer

&~ @i amienaons JIf the user has more network cameras with only one fixed webr IR, K& may use

: File Edit View Favorites Took Helpthe same domain name together with different port numbers for other cameras

i Favorits |53 - @ Network Camera g... % |*§ Google [ ] ;& - 2@ - bev
1IP: granvistaplus.dyndns-ip.com H264 1280X720 16 FPS 1883 K bps
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Wireless (GVP-201W)

Wireless network searching and device configuration page

Wireless — List of available wireless networks (Access Points); information includes SSID, Mode, Security
and Signal Strength.

Wireless Setting: configurations for the camera device for its availability to connect to a wireless network.
Clients available in the same network or able to connect to this network can then have an access to the
camera device with wireless connection.

Live View ‘ Video ‘ Camera Event ‘ Schedule \ MNetwork System Customize
| ——
General ‘ Advanced ‘ SMTP(E-Mail) DDNS Wireless
V¥ Enabled
Status of Wireless Networks
S51ID Mode Security Sigmal strength
Longvast infrastructure WEP EE
Wireless Setting
MAC Address: 0012 0E:BFi6C:9C
IP Address: not-conneck-yet
Metmask: not-connect-yet
Gateway: not-connect-vet
Mode: m
Operation Made: m
SSID: |Default
Security: m
WPA-PSK Setting
Encryption m
Pre-Shared Key l— [ASCIT formnat, 8~63 words)

Properly configure the wireless settings according to actual wireless network, click on Save, and the
addressed IP will be shown as below. In this example the “192.168.1.6” IP address was decided by DHCP,
while in most of the cases it will be convenient for the user to do necessary setup from the router, so that
DHCP will give a fixed IP to this specific MAC address, i.e. in this example the MAC address of
00:12:0E:BF:6C:9C.

After the wireless networking has started to work (the wireless IP has been shown in this screen), the user
may access the camera via both the wired or wireless IP addresses. The camera may do without the Ethernet
cable right after the wireless network has started to work.

Just like the wired network, the user will need to do some appropriate NAT Virtual Server configurations in the
broadband router if he wants to access the camera from web externally.
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Live View \ Video | Camera

[ Event | Schedule

Hetwork System I Customize

|
General | Advanced ‘ SMTP{E-Mail) ‘ DDNS Wireless
¥ Enabled
Status of Wireless Networks
551D Mode Security Signal strength
AndroidiP infrastructure WPAZ-PSK -76

Wireless Setting
MAC Addrezs:

IP Addressz:
Metrnazk:
Gateway:!

Made:

Operation Mode:
S5I0:

Security:

WEP Setting
Authentication
Encryption
Key Type
0 Key 1
L& Key 2
L Key 3

rKey‘t

Frastructure

00 12:0EBFieCac
192,168,116
255.255.255.0

192.168.1.1

I Infrastruckure I
IAutD - i

ILDng-.last

WEP -

IShared Key 'I
[ea bt =]

IASCII 'I (5 character rax)

_—
—
pr—

|5aue| | Reconnect
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7. System

Information

Lists of System and Network configurations

|
Live View | Video ‘ Camera ‘ Event ‘ Schedule | Network System
Y
Information User ‘ Date & Time ‘ Server Maintenance

Log Service

Customize

System

Madel:

Syzhermn up time:

Firmuware verzion:

MAC Address:

Activer Contral version.:
Wireless

Status:
Ethernet

Status:

Made:

IP Address:

Metrmask:

Default Gateway:
PPPoE

Status:

IP Address:
DMNS Server

Prirmary DMS IP address:

Secondary NS IP address:
DDMNS

Status:

GYP-201W

2011-03-04 21:35:47

2.0.7_440_gvp

00:04:29:0d:53:01

1.0.1.140

No connection

Connected

STATIC

192.168.1.188

255.255.25353.0

192.168.1.1

Mo connection

nonea

168.95.1.1

61.31.1.1

no

‘Refresh
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User

Login users for Web access and operations; authentication required. The Check box is for anonymous
logging to the live view page.
Please be sure not to select the anonymous login unless convenience is more important than privacy.

Logging for further configurations will still require user name and password even if anonymous login has been

selected.
| —
Live View ‘ Video Camera ‘ Event ‘ Schedule Network System Customize
| —
Information User Dake & Time ‘ Server Maintenance Log Service
User Setting

I:lEnabIe anonyrious login (no user narme or password required)

User List
User Hame User Group
admin Administrator

tinatung

Ldministrator

["add... M
User Setup

Uszer Marme:

Password:

Confirmn Paszword:

User Group: 'fE:'Administrator
c.‘:;’Operator
Dviawer

Mote:

1, & user narme and password must contain at least one character,

£

Max 14 characters are allowed in uzer names.

o

. The first character in user name rmust be A-Z or a-z,

i

<nly A-2, a-z and 0-9 are allowed in the user narme and password,

wm

. Max eight characters are allowed in the password,

6. The maximurn number of uszers is 20,

=t

The 'admin' uzer iz default user and cannot be deleted.

Save
The authorities of different levels of users are as follows:

Administrator:

Allowed to do any adjustments in camera, is the default user that this account can't be deleted.

Operator:

Allowed to view the live video and change Video & Camera settings in Setup Menu only. (Live View, Video &
Camera settings in setup menu)

Viewer:

Only permit to watch the live video, can't get into the Setup Menu. (Live View only in setup menu)
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Date & Time

System date/time configuration. Options of synchronizing with PC and NTP server are provided for automatic

adjustment in addition to manual setup.
| ——

Live View ‘ Video ‘ Camera ‘ Event ‘ Schedule ‘ Network System Customize

Information ‘ User Date & Time Server Maintenance Log Service

Current Server Time

Date: 05 Tirme:
Set Server Time

Time Mode:

{:} Swnchronize with computer time

Date: 11 [ | Time:

& Synchronize with NTP server

Time zone:
EI_IGMT+I:IS t_.E-ei:iirlg, Hnng Knng, .S-harlg.l'.uai, Tai!:\e_i-_j V
C’Set Manually

Date: :.2011-05-04 Time: |21:29:30

[ex: 2008-01-01) [ex: 01:00:00)

Save

Server Maintenance

This page provides tool for system maintenance; Reboot and Load default settings, as well as functionalities

of launching upgrade process, backup/restore user settings and language defines.
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Live View ‘ Video ‘ Camera ‘ Event ‘ Schedule ‘ Hetwork

]
System Customize

Information ‘ User ‘ Date & Time Server Maintenance Log Service

Maintain Server

| Reboot Load default

Firmware Upgrade

Model: GY¥P-201W
Firmware Wersion: 2.0.7_440_gwp
MAC Address: 00:04:29:0d:53:01
ActiveX Wersion:. 1.0.1.140

Specify the firmware to upgrade:

Backup
Save all parameters and user-defined scripts to a backup fila,
Upload Setting

Uze a zaved backup file to return the unit to a previous configuration.

Specify the backup file to use:

Add Language
Choose language: EEFEE o |
Get a language file from Slang/en/lanag.js

Select language file to upload:

.L.Ipluad Lénguégé

Upgrade

. Backup

RTeET
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Log Service

Most system operations and / or process will be kept in a log system. The link provides the review of these

records.

Information ‘ User ‘ Date & Time Server Maintenance Log Service

8. Customize

This page provides the function of adjusting the look of live view page. There are two types of layout settings;

use default look or use custom settings.

Camera | Event ‘ Schedule | Network | System Customize

Live Wiew ‘ Yideo

Live Yiew Layout Setting

@ Uszse Default Look O Use Custarmn Settings

User Defined Links

DSth Custorn Link 1

Marme: |Custormn Link O URL: |httpiff

DSth Custorn Link 2

Marme: |Custormn Link 1 URL: |httpiff

DSth Custorn Link 3

Marme: Custorn Link 2 URL: http: /s

DSth Custorn Link 4

Marme: Custorn Link 3 URL: http: /s

Save
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Use Default Look: the default layout of live/configuration pages

Use Defined Links: Web link(s) will be presented on the live page when enabled. It can be a link to another
Network Camera for instance, or other preferred web link.

Use Custom Settings: The modifications allowed are changes of Background / Text Color, Background

picture, Title, Description, Logo and etc.

Live Yiew Layout Setting

O Uszse Default Look @ Use Custarmn Settings

User Defined Links

DSth Custorn Link 1
Marme: |Custormn Link O URL: |httpiff

DSth Custorn Link 2

Marme: |Custormn Link 1 URL: |httpiff
DSth Custorn Link 3

Marme: Custorn Link 2 URL: http: /s
DSth Custorn Lin

Mame: Custorn Mink 3 URL: http: /s
Custom Settings
Modify the Default Lock:
Background Color: (:v} Default O Own: | white | W
Text Color: lC’:‘Dei:ault OOwn: Black W

Background picture: ® Nane

() External: http s

Title: {:’}None ODefault
O owny | Title
Description: {:’}None ODefault

l:_:'wa\-n: Description
Logo Link: C’}None ODefault
O own: | httpeds
Logo: O Mane @ Cefault
) Esternal: httpiff
O Own
Select image file to upload:

Upload
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9. FAQ

Check firmware version
The version code can be found in Setup -> System -> Information, or simply type “version.html” after the URL

address, e.g. http://192.168.1.188/version.html. Firmware version indicates the functionalities’ updates or

availability in the camera system. Therefore, in the first step of troubleshooting and then reporting, it helps to

locate the found issues. Newer version firmware may have corrected the current bugs.

Live View ‘ Video | Camera ‘ Event ‘ Schedule ‘ Network System Customize

Information User ‘ Date & Time | Server Maintenance Log Service
System
| Model: GYP-Z01W
Systern up time: 2011-05-04 21:19:33
Firrmware version: 2.0.7_440_gvp
MAC Address: 00:04:29:0d:53:01
Activer Control version.: 1.0.1.140

/= loading - Windows Internet Explorer
@C = !ﬁ. http://192.168.1.198:92 Aversion html
File Edit ¥iew Favorites Tocols Help

1'3 Favorites | @ loading

2.0.7_440 _gwp
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Restore to Factory Default

n
© q Insert a pin
for
<>/’r'factory reset
o
N

To restore factory default, please follow the steps:

1. Unplug the power jack to turn off the power of the camera.

2. Insert a pin into the reset hole as circled with red in the below figures. Sense a button and keep it
pressed.

3.  Plug in the power jack to turn on the device, in about few seconds the status LED will be quick
flashing

4. Release the button (remove the pin from the reset hole). The camera should now be back to

factory default.
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Upgrade device firmware

Firmware upgrade process should be done via the web configuration; Setup -> Server Maintenance ->

Firmware Upgrade. Before the process, read the instructions and release notes coming with each new

released version. For the steps,

1.

2
3.
4

6.

Check and retrieve the latest firmware bin file.

Disconnect all other clients (e.g. streaming requests) to the device.

Stop the local (schedule) recording if it was enabled.

Go to the Firmware Upgrade page, browse and locate the downloaded firmware bin file, then click on

“Upgrade” button.

Firmware Upgrade

Madel! GVP-201W
Firrnware Yersion: 2.0.7_440_gvp
MAC Address: 00:04:29:0d:53:01
Activex Warszion:. 1.0.1.140

Specify the firmware to upgrade:

[ | [ Browee.. " Upgrade

The upgrade should finish in minutes, depending on file transferring status. The web will then be
directed to the system writing progress. Overall upgrading process takes about 5~10 minutes. In this
period, DO NOT DISCONECT the power and Ethernet connection while the upgrade is in progress,
otherwise software of the unit can be damaged.

{= Network Camera 192.168.1.188 - Windows Inteinet Explorer

Lo |g‘ fittp: 192168118802

© File Edit Wiew Favorites Tools Help
¢ Favorites | @ Network Camera 192.168.1.188

Firmware Upgrade

It is strongly recommended to stop any unnecessary jobs while updating firmware.
Plzase be patient and the updating process may take a long time.
Please waiting about ten minutes!

Writing Progress:

The power LED (orange one) will be quick/slow flashing during the upgrading process. When it
becomes again steady on, camera is ready to be accessed. Check the firmware version. If somehow

system is not upgraded, redo above steps. In this case, restore factory default process may be required.
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Video Streams Specification

The availabilities

1.  Each stream can be switched to either H.264 or MUPEG mode.
2.  Each steam can be configured to either CBR or VBR mode.
3. Stream1 (main stream) is available from all the resolutions listed.
4.  The maximum resolution setting for Stream2 is 640x480.
5.  Stream3 is fixed in 320x240.
6. The maximum frame rate for transferring 1600x1200 is 15fps. Others can reach up to 30fps.
STREAMI1 |STREAM2 |STREAM3
Encoding Mode
H264/ MIPEG \ \ \
Transferring Mode
CBR/ VBR \ \% \%
Resolution @ Max. FPS
1600x1200@15 \%
1280x720@30 \
S§00x600@30 \
640x480@30 \ \
320x240@30 \ \Y \
Dependency

1.

Max. FPS dependency: when Stream1 is set to 1600x71200, the maximum frame rate is 15fps.

Accordingly, both Stream2 and Steram3 can be configured with the frame rate from 5 to 15 fps.

Resolution dependency: The maximum resolution of Stream2 is depending on the resolution setting
of Stream1. When Stream1 is set to 320x240, Stream 2 is limited in 320x240.

Frame rate independent: Frame rate setting for each stream can be independent, for instance,

Stream2 can be set 15fps and Stream3 is 30fps while Stream1 (1280x720 or below) is set to 5fps.

STREAM?2 STREAM3
STREAM1
640x480 | 320x240 | 320x240 (fixed)

1600x1200, 5~15 1ps 5~15 fps 5~15 fps
1280x720, 5~30 fps

800x600, 5~30 1ps 5~30 fps

5~30 fps

640x480, 5~30 1ps

320x240, 5~30 1ps 5~30 fps

Note the resolution setting must follow the sequence: Stream1 = Stream2 = Stream3.
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The Angle of View at different resolutions
The setting of Stream determines the angle of view, therefore the range of image view. The picture below
presents the 3 ranges of view, 1600x1200, 1280x720 & 800x600/640x460/320x240.

Ny,

Actual Views with different resolutions
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Appendix I: An example of how to set up users’ own FTP servers

FTP is quite a convenient application. The users may easily set up their own FTP servers.
Following is an example of using a shareware named FileZilla. Please note that this FileZilla
software’s copyright belongs to Tim Kosse, http://filezilla-project.org/ , Longvast International Co.,
Ltd. has no business relationship with them that users should obey the related copyright laws about

using this software.

1, Download the FTP server program from http://filezilla-project.org/download.php?type=server. If
the users also like to download the FTP client software, they may refer to http://filezilla-project.org/

for more information.
2. Install the FTP server program, and start the program.
3. The Firewall of Windows or anti-virus software will usually try to stop such FTP server

application. Please make these two programs exceptions to the firewalls accordingly.

& Browse @
@uvl . <« Program Files » - | #’| | Search =
By Organize ~ 288 Views - ‘ Mew Folder J

-
Favontal MNarme Date modified Type Size =
E_i Documents § Addabr ‘
B Deski J ASUS =
eskto 3
; | ATKGFNEX
il Recent Places :
- . Common Files |
M8 Computer . FileZill FTP.Client
B Ppictures & FileZilla Server o
EE;“ Music | Google
|4 Recently Changed s Intel
_ﬂa Searches . Internet Explorer
| Public i IPEVO
, IPinstaller
Folders i J K-Lite Codec Pack -
File name: - [ﬂpplications " exe;” com;” ice v‘
[ Open ] [ Cancel J
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ﬂ' Windows Firewall Settings ﬁ

Exceptions Cong ol how programs communicate through Windows Firewall. Add a
program or port exception to allow communications through the firewall,

Windows Firewall is currently using settings for the private network location.
WWhat are the risks of unblocking a program#

To enable an exception, select its chedk box:

Program or port

CIMetlogon Service

Metwork Discovery

[JPerformance Logs and Alerts
Jremote Administration

Remote Assistance

remote Event Log Management
remote Scheduled Tasks Management

Mmrmm b O iomm Bl = e = +

[Addprogram.,. ] [ Add port... ] [ Properties ] L DE.IEtE

Motify me when Windows Firewall blocks 3 new program

[ oc ][ caneel ][ apoy

4.  Start the FTP server by clicking on the OK button. Do not change any of the original settings.

Connect to Server ﬁ

Server Address: Port:
127.0.0.1 11414?
Administration password:

[~ Always connect to this server

Ok I Cancel

57



5. The users should see following screen after clicking OK button. It indicates that this FTP

server is running now.

I& Filezilla Server (127.0.0.1) E=RIEE™ X
File Server Edit 7

S8 BEE8 T oo B

Filedilla Server version 0.9.37 beta

Copyright 2001-2010 by Tim Kosse {tim kosse@filezila-project .ong)
Connecting to server...

Connected, watting for authentication

Logged on
D s Account IP | Transfer
Fl HI s
Ready 0 bytes received |0 B/s 0 byte
e A

6. Type in “ipconfig” command from the Windows’s command screen.

E¥ Command Prompt =] B ]

Microsoft Windows [Uersion 6.8.68811
Copyright (c> 2886 Microsoft Corporation. A1l rights reserved.

C: \Use}*s\FSBQ

Windows IP Configuration

Wireless LAN adapter Wireless Metwork Connection:
Media State . . . . . . . . . . . Media disconnected
Connection—specific DNS Suffix .

Ethernet adapter Local Area Connection:

Connection—specific DNS Suffix gateway

Link-local IPv6 Address . alldd:elh8:6abbh:27fex18
IPu4 Address. . . . . . .

Subnet Mask . . . . . . . I .a

Default Gateway . . . . . 192.168.1.1

Tunnel adapter Local Area Connection> 11:

Connection—specific DNS Suffix . =
IPvb Address. . . . . « o« « = - . °

2001 :0:4137:2e76:4f4:108d:3F57:fef?

In this command screen, the IP address indicates that the address of PC when FTP server running is

0f“192.168.1.6”.
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7. Configure the user names and passwords of the users who are allowed to login into this server.

fZ FileZilla Server (127.0.0.1) E|@|rg|
File Server | Edit 2
%@E Settings i_m;c:\-

(tirn kosw @filezilla-project org)

Connected, waiting for authent
Logged on

Increase user

ID | Account | IP | Transfer

< >

Opens the users dislog O bytes received 0B/ Obytessent 0Bl
'j;&fa . [i].
Page: - Account settings 1 Users
General i; Erable accaunt
Shared Folders IT Password I
Speed Limits
IP Filter Group membership: | =
- Add user account & 3
- Fleaze enter the name of the user account that should
Maxd be added:
Con
ad | |
: /
= | |
Des [ oK Cancel ; /
[T~
1.Click "Add”
2.Type in the
X | : ent P Lserl name
o can 2 some comments a 2 User o
concel || ' 3. Click OK
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Users (%)

Page: Account settings
General ¥ Enable account
Shared folders
Speed Limits
1P Filter ;I
Maximurn connection count:
Connection limit per IP:
Add | Remove |
[ Eorce 551 for user login
Renams | Copy. |
Description
\ ¥
Set password
oK l
You can enter some comments about the user
Cancel |

8. Set the default directory of each individual user.

Page: Shared folders Users
General Directories [ Aliases
[v Read
Shared folders H DAFTP v a0
Speed Limits J
IP Filter V' Delete
v Append
Dir
v
™l
v
< ¥ |1 Add J Remove |
A_d::l' Remove Rename | Rename ‘ Copy ]
A directorp alias will also appear at the specified locatio, Aliases must contain the full local

path. Separate multiple aliazes for one directory with the 'pi
If usingfaliases, please avoid cyclic directory structures, it

character [| ]
only confuse FTP clients.

oK | 1. Click “Add” and 2. Set attributes
choose home directory
Concsl | for FTP storage.
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9. Now the FTP server should be ready to go. The users may double-check to see if everything is
alright by trying to login by using any FTP client programs with the user IDs and passwords
pre-configured. In the following example we use similar Filezilla FTP Client software with the
user ID of “ipcam” to login.

A Filezilla =B
File | Edit View Transfer Server Bookmarks Help
Site Manager... CTRL+5
Copy curr cti ) 5
Copy current connection to Site Manager... = Port:
Mew tab CTRL+T =
Close tab CTRL+W
Export..
Import... o
Show files currently being edited... CTRL+E .
Exit CTRL+C}
Elg-jl Computer -
Filename ~ Filesize Filetype Filename Filesize Filetype Last m
fr PO
1| 1l [ b 4 | 1] [ r
4 directories Mot connected.
Server/Local file Direction Remuote file Size Priority
4| ] | b
| Queuned files fﬁiled transfers J|L Successful transfers ]
Opens the Site Manager B Queue empty “e
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Site Manager E

Select Entry:
: 3 General | Advanced ] Transfer Settings | Charset
L4 My Sites :
~ Ul pemo Host: < iez. 168.1.6 D Pcrt@

Protocol: IFI'P - File Transfed Protocol / '-]

Encryption: | Use plain FTP / -
7N\
-]

Fd LY
Logon Type: f| Normal

!J'
/
User: ipcam /

Password: LLLLL]

2. Typeina name

Account:
Comments: *’ )
1. Click New Site 3. Enter the IP,
f user name

and password

[newst. ) [Cnewrode]

| Deete [ copy |

—_—

4, Click to Connect

_Ele Edit View Transfer Server Bookmarks Help

A CEEFeivseEdsn
Host: | ,/—-;-w | Password: | | port: | | [[uickconnect ][+
ommand,” PASS **+*+*

~
Respornge: 230 Logged on
atyf: Connected
atis: Retrieving directory listing... -
= ey Login successful!
Res 257 "f* is current directory. =
atus: Directory listing successful i
| New site - i 192.168.1.6_ e site - ipram@192.168.1.6 X | New site - ipram@®192.168.1.6 X | v
Local site: [D:\tempt v | Remote site; |/ v
# 2 Recycled Al
@ |2 Rosana
-3 Shere
12) Systemn Volume Information
B0 templ v
Filename / Filesize  Filetype &
& video 20110405_191723 0. 20505421 VLCmedin  [“ppo— T —
& Video 20110406 215054.5... 381,659 VLCmedi ., [R50y iy 041411_142056_658.0vi 2,619,367 VLC medin.
& video 20110407 084404 5., 1B69,857 VLCwmedin _ | 4 oo img 041411 143209_947 avi 3,862,864 VLC media
A video 20110408 132332 0. 2555141 VICmedia BI 8" . = L . iianne oon - v e o
< ] | 3 |z >
126 files and 2 directories. Totel size: 1,662,603,269 bytes 74 files and 2 directories. Total size: 568,543,113 bytes
Server/Local file Direction  Remote file Size Pronty  Status
| Queued files | Falled transfers | Successful transfers
b EE Queve: empty @e
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10. Now the FTP server is ready to store the event-triggered photo images from the network

cameras. Following is a screen which the users may see on the FTP server software when a

network camera is transferring photo image files to the FTP server.

fz FileZilla Server (127.0.0.1)

File Server Edit 2
48| %688 % | oonE@r
WUUUL JaU L IT NS LT U LU I3 = IN IS 100 T I TTILL A
(000025)20117573 £ 07:16:19 Jipearn NIZIEBT T User name ;
(0002520117543 _E4F 07:16:19{ ipcam (192.168.1.99)= PASY
(D00025)201 14523 _b4F 07:16:19(- ipearn (1B2.168.1 99)> 227 Entering Passi
(000025)2011/543 _E4F 07:16:19]- i 169.1 .99)> STOE]
(D00025)2011/5/3 B 07:16:19]- 168.1.99)» 150 Connection sccepte
(D00025)2011/573 4 07:16:19) 4 1681 99)> 226 Transfer OK .
(000025)2011/5/3 E4F 07:16:19\ i 92.168.1 99)> QUIT Transferred file
(000025)2011/5/3 _F4F 07:16:19 -Npeam £192.168.1 99)» 221 Goodbye
(0000252011454 _EF 07:16:19 - 1 (192.168.1 99)> disconnected.
(000026)2011/543 £ 07:16:20 - (not logged in) (192.168.1 99)> Comnected, sending welcome mesage...
(000026Y20117573 _E 9 07:16:20 - (not logeed in) (192.168.1 99)> 220-FileZilla Sexver version 0.9.37 beta
(D00026)2011/513 _F4F 07:16:20 - (not logged in) (192.168.1.99)> 220-written by Tim Kosse (Tim Kosse @grnx de)
(000026)2011/5/3 | 07:16:20 - {not logged in) (192.168.1 89)> 220 Please visit hitpeonrceforge net'projectsfilezilla’ v
| Account | ——P-Tonsfer |
(not logged in) w .
From this IP
- >
1,231,386 bytes received 0 B/s 3,363 byessent 134 Bl 40
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11. Please note that this FTP server may also be accessed through Internet externally. Following
screen shows an example of how the user may configure his broadband router to make this
FTP server accessible from web externally. In case the fixed web IP of this connection is
219.86.240.235, and then the users from outside may access this FTP server from the web
address of FTP://219.86.240.235:21 now. In other words the user can access this FTP server
by the IPs of both 192.168.1.6 or 219.86.240.234 from near end after the NAT Virtual Server

is properly routed.

i Virtual Server B

-

Setting up Virtual Servers allows remote users to access senices such as Web or FTP on the LAN via public IP Addresses.

No. Private IP Private Port Type Public Port Comment Enabled
L e o §
2 192.168.1[39 | 556 Both v 556 [evr201 ]
3 192 168.1[188_ | Both v [eve201w ]
4 192.168.1[188 | 557 Both v
5 192168.120 ] T Both-x T —— [GvP-1vRos |
6 < el | Bath v @?
7 192 168.1 —_— TOP— ] 0
8 1921681 | TCP v — [ [ O

In terms of how to get your fixed web IP address, please refer to your Internet Service
Provider for more details. Usually PPPoE is the most common protocol used for getting fixed

IP, and following image shows you the setting screen of such PPPoE

ASUS Rrx3081
Iﬁ Product Name | ASUS RX3081
Wizard : System Status i
System Status
33 System This page displays the LAN/WARN connection status, firmware/hardware version, and number of connected
2 Y clients in your network.
. System Settings
B Administrator Settings WAN
. Firmware Upgrade Cable/DSL Connected
B Configuration Tools WAN IP 219.86.240.234
@ System Log Subnet Mask 255 255 2550
3 wan Gateway 211.78.222.137
3 LAN Primary DNS 61.31.233.1
3 NAT Secondary DNS 61.31.1.1
B2 Firewall Connection Type PPPoE
& Routing Connection Time 03:10:38
i
n
{31 DDNS L]
IP Address 192.168.1.1
Logout
Subnet Mask 255265 2550
DHCP Server Enabled
NAT Enabled
Firewall Enabled
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Appendix Il: How to install the VLC program

1. Go to http://www.videolan.org/vlc/ and download VLC program. In this page there is a

donation field, and it is all up to the users whether they want to donate to this VideoLan non-profit

Organization. If the uses do not want to make donation immediately, just ignore and click on the
“Download VLC” icon to proceed with the download.

= VideoL AN - Official page for VLC media player, the Open Source video framework! - Windows Inlernel Explorer

g:,v A vleolan oig w4l x| &Y S
Hle Edit View Favorites Tools Help :

x Google v e - L EY- FESRT» @ bngn - A, -
Wt Fevones | & VideoLAN - Official page for VLC medi... (e = oc P v By Tekv @y 7

V|deOLAN Aprojectand a rofit organization, composed of volunigers

NATE Payral
p= developing and promoting fre¢, open-Source multimedia solutions
ORGANIZATION . B aoaem
s

VLC media player

VLC is a free and open source cross-platform multimedia player and
framework that plays most multimedia files as well as DVD, Audio CD,
VCD, and various streaming protocols

Download VLC

Version 1.1.10 - Windows - 20 MB

Features Screenshots

Note: this VLC shareware is proprietary of the VideoLAN non-profit Organization
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2. Install VLC 1.1.10 step by step

& VLC media player 1.1.10 Setup

Licenze Agreement

Please review the license terms before installing YLC media plaver 1.1.10, :,,

Press Page Down to see the rest of the agreement,

| GMU GEMERAL PUELIC LICEMSE A
Version 2, June 1991

Copyright (C) 1939, 1991 Free Software Foundation, Inc,

51 Franklin Street, Fifth Floor, Boston, MA 02110-1301, 154
Everyone is permitted to copy and distribute verbatim copies
of this license document, but changing it is not allowed,

Preamble
The licenses For most software are designed to kake away wour »
If wou accept the terms of the agreement, click I Agree to continue, You must accept the
agreement to install YLC media plaver 1.1.10,
[ < Back ][ Mext = ] [ Zancel ]

4 VLC media player 1.1.10 Setup

Choosze Components .
Choose which Features of WLC media playver 1.1.10 you want ko install, .:‘

Check the components you want to install and uncheck the components you don't want to
install, Click Next to continue,

Select the type of install: [ Full et
Or, select the nptiqnal | Media ﬁ!ayer .{requa'recll) A
COSoonents you wish to . Start Menu Shorteut

l:l l:hscs Plavback

Ly ST Cary
Descrlptmn

Space required: 80,5MB The YLC Activel plugin

[ < Back ]I Next = I[ Cancel ]

Be sure that the “Mozilla plugin” is selected if the users need to use Firefox as web browser too, in

addition to Microsoft Internet Explorer.
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Appendix Ill: How to replay the recorded video clips with VLC program

The following image is an example screen showing the video clip files which a user has collected
inside a PC folder named “temp”.
There are two types of files in this example. The files with the file format of
“YYYY-MM-DD_TT-TT-TT” format are recorded in the Micro SD card, and the ones in the format
of “video YYYYMMDD TTTTTT nnn” format are recorded by the web browser’s Web
Recording function.
Select one or more files to open @3]

QD | L temp v O E

_ A F0TT05.01_T19-50-45 & vieo_20110406._215054_578
4 /& 20110501 _09-567 & vileo_20110407-084404 546
S

SRR , 2011-05-20__08-00-25 £ video_20110408_132333 057
I (Y 2011-05-20_08-24-09 T S
(3 | st | Web recording
£ ‘ Y — | via web browser
A | A I|
(WY z011-05-20_09-12-04

s\ | ) PIVREEEEIEY ——.The video files
a8 ‘3011435—20_09—37—37 from the Micro SD
e 2011-05-20_09-30-16 ward

e ookt P §2011-05-20_09-25-28
_ } £, vided-20110405_191723_033

-
ke LRV wAW: *2011-05-20_09-35-268.mp4" "2011-05-20_( v RO
W) Media Files { *3¢2 * 3gp * 32p2 * 3gpp *amy ¥ | BviH

Select whichever file the user want to replay. If the user has selected more than one file then the
VLC will replay sequentially.

The multiple-selection is very useful, because the users may need to replay video data for a long
period of time either from the SD card or Web Recording function.

4 115p://219.86.240.234:556/v00 - VLC media player
Media Playback Audio Yideo Tools WView Help

micocEEoics L

rhepi/f219,86.240 234 556400 100x | 00000000

Note: the users may right-click and choose “full screen” mode for full-screen display.
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